CHAPTER 9

Regulation 910/2014/EU – eIDAS Regulation

Hervé Jacquemin & Noémie Cillard

[Text of the Regulation]


on electronic identification and trust services for electronic transactions in the internal market and repealing Directive 1999/93/EC (Electronic Identification and Trust Services (eIDAS) Regulation)

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,

Having regard to the Treaty on the Functioning of the European Union, and in particular Article 114 thereof,

Having regard to the proposal from the European Commission,

After transmission of the draft legislative act to the national parliaments,

Having regard to the opinion of the European Economic and Social Committee,³

Acting in accordance with the ordinary legislative procedure,²

Whereas:

(1) Building trust in the online environment is key to economic and social development. Lack of trust, in particular because of a perceived lack of legal certainty, makes consumers, businesses and public authorities hesitate to carry out transactions electronically and to adopt new services.

(2) This Regulation seeks to enhance trust in electronic transactions in the internal market by providing a common foundation for secure electronic

* Funded by the FEDER for the research project 'Web-e-Cities'.
1. OJ C 351, 15 November 2012, p. 73.

503
interaction between citizens, businesses and public authorities, thereby increasing the effectiveness of public and private online services, electronic business and electronic commerce in the Union.


(4) The Commission communication of 26 August 2010 entitled 'A Digital Agenda for Europe' identified the fragmentation of the digital market, the lack of interoperability and the rise in cybercrime as major obstacles to the virtuous cycle of the digital economy. In its EU Citizenship Report 2010, entitled 'Dismantling the obstacles to EU citizens’ rights', the Commission further highlighted the need to solve the main problems that prevent Union citizens from enjoying the benefits of a single digital market and cross-border digital services.

(5) In its conclusions of 4 February 2011 and of 23 October 2011, the European Council invited the Commission to create a single digital market by 2015, to make rapid progress in key areas of the digital economy and to promote a fully integrated digital single market by facilitating the cross-border use of online services, with particular attention to facilitating secure electronic identification and authentication.

(6) In its conclusions of 27 May 2011, the Council invited the Commission to contribute to the digital single market by creating appropriate conditions for the mutual recognition of key enablers across borders, such as electronic identification, electronic documents, electronic signatures and electronic delivery services, and for interoperable e-government services across the European Union.

(7) The European Parliament, in its resolution of 21 September 2010 on completing the internal market for e-commerce, stressed the importance of the security of electronic services, especially of electronic signatures, and of the need to create a public key infrastructure at pan-European level, and called on the Commission to set up a European validation authorities gateway to ensure the cross-border interoperability of electronic signatures and to increase the security of transactions carried out using the internet.

(8) Directive 2006/123/EC of the European Parliament and of the Council requires Member States to establish ‘points of single contact’ (PSCs) to ensure that all procedures and formalities relating to access to a service activity and to the exercise thereof can be easily completed, at a distance and by electronic means, through PSCs with the appropriate authorities. Many online services accessible through PSCs require electronic identification, authentication and signature.

(9) In most cases, citizens cannot use their electronic identification to authenticate themselves in another Member State because the national electronic identification schemes in their country are not recognised in other Member States. That electronic barrier excludes service providers from enjoying the full benefits of the internal market. Mutually recognised electronic identification means will facilitate cross-border provision of numerous services in the internal market and enable businesses to operate on a cross-border basis without facing many obstacles in interactions with public authorities.

(10) Directive 2011/24/EU of the European Parliament and of the Council set up a network of national authorities responsible for e-health. To enhance the safety and the continuity of cross-border healthcare, the network is required to produce guidelines on cross-border access to electronic health data and services, including by supporting ‘common identification and authentication measures to facilitate transferability of data in cross-border healthcare’. Mutual recognition of electronic identification and authentication is key to making cross-border healthcare for European citizens a reality. When people travel for treatment, their medical data need to be accessible in the country of treatment. That requires a solid, safe and trusted electronic identification framework.

(11) This Regulation should be applied in full compliance with the principles relating to the protection of personal data provided for in Directive 95/46/EC of the European Parliament and of the Council. In this respect, having regard to the principle of mutual recognition established by this Regulation, authentication for an online service should concern processing of only those identification data that are adequate, relevant and not excessive to grant access to the service online. Furthermore, requirements under Directive 95/46/EC concerning confidentiality and security of processing should be respected by service providers and supervisory bodies.

(12) One of the objectives of this Regulation is to remove existing barriers to the cross-border use of electronic identification means used in the Member States to authenticate, for at least public services. This Regulation does not aim to intervene with regard to electronic identity management systems and related infrastructures established in Member States. The aim of this Regulation is to ensure that for access to cross-border online services offered by Member States, secure electronic identification and authentication is possible.

(13) Member States should remain free to use or to introduce means for the purposes of electronic identification for accessing online services. They should also be able to decide whether to involve the private sector in the provision of those means. Member States should not be obliged to notify their electronic identification schemes to the Commission. The choice to notify the Commission of all, some or none of these schemes remains a decision for the Member States to make.

---

none of the electronic identification schemes used at national level to access at least public online services or specific services is up to Member States.

(14) Some conditions need to be set out in this Regulation with regard to which electronic identification means have to be recognised and how the electronic identification schemes should be notified. Those conditions should help Member States to build the necessary trust in each other's electronic identification schemes and to mutually recognise electronic identification means falling under their notified schemes. The principle of mutual recognition should apply if the notifying Member State's electronic identification scheme meets the conditions of notification and the notification is published in the Official Journal of the European Union. However, the principle of mutual recognition should only relate to authentication for an online service. The access to those online services and their final delivery to the applicant should be closely linked to the right to receive such services under the conditions set out in national legislation.

(15) The obligation to recognise electronic identification means should relate only to those means which the identity assurance level of which corresponds to the level equal to or higher than the level required for the online service in question. In addition, that obligation should only apply when the public sector body in question uses the assurance level 'substantial' or 'high' in relation to accessing that service online. Member States should remain free, in accordance with Union law, to recognise electronic identification means having lower identity assurance levels.

(16) Assurance levels should characterise the degree of confidence in electronic identification means in establishing the identity of a person, thus providing assurance that the person claiming a particular identity is in fact the person to which that identity was assigned. The assurance level depends on the degree of confidence that electronic identification means provides in claimed or asserted identity of a person taking into account processes (for example, identity proofing, verification, and authentication), management activities (for example, the entity issuing electronic identification means and the procedures to issue such means) and technical controls implemented. Various technical definitions and descriptions of assurance levels exist as the result of Union-funded Large-Scale Pilots, standardisation and international activities. In particular, the Large-Scale Pilot STORK and ISO 29115 refer, inter alia, to levels 2, 3 and 4, which should be taken into utmost account in establishing minimum technical requirements, standards and procedures for the assurances levels low, substantial and high within the meaning of this Regulation, while ensuring consistent application of this Regulation in particular with regard to assurance level high related to identity proofing for issuing qualified certificates. The requirements established should be technology-neutral. It should be possible to achieve the necessary security requirements through different technologies.

(17) Member States should encourage the private sector to voluntarily use electronic identification means under a notified scheme for identification purposes when needed for online services or electronic transactions. The possibility to use such electronic identification means would enable the private sector to rely on electronic identification and authentication already largely used in many Member States at least for public services and to make it easier for businesses and citizens to access their online services across borders. In order to facilitate the use of such electronic identification means across borders by the private sector, the authentication possibility provided by any Member State should be available to private sector relying parties established outside of the territory of that Member State under the same conditions as applied to private sector relying parties established within that Member State. Consequently, with regard to private sector relying parties, the notifying Member State may define terms of access to the authentication means. Such terms of access may inform whether the authentication means related to the notified scheme is presently available to private sector relying parties.

(18) This Regulation should provide for the liability of the notifying Member State, the party issuing the electronic identification means and the party operating the authentication procedure for failure to comply with the relevant obligations under this Regulation. However, this Regulation should be applied in accordance with national rules on liability. Therefore, it does not affect those national rules on, for example, definition of damages or relevant applicable procedural rules, including the burden of proof.

(19) The security of electronic identification schemes is key to trustworthy cross-border mutual recognition of electronic identification means. In this context, Member States should cooperate with regard to the security and interoperability of the electronic identification schemes at Union level. Whenever electronic identification schemes require specific hardware or software to be used by relying parties at the national level, cross-border interoperability calls for those Member States not to impose such requirements and related costs on relying parties established outside of their territory. In that case appropriate solutions should be discussed and developed within the scope of the interoperability framework. Nevertheless technical requirements stemming from the inherent specifications of national electronic identification means and likely to affect the holders of such electronic means (e.g. smartcards), are unavoidable.

(20) Cooperation by Member States should facilitate the technical interoperability of the notified electronic identification schemes with a view to fostering a high level of trust and security appropriate to the degree of risk. The exchange of information and the sharing of best practices between Member States with a view to their mutual recognition should help such cooperation.

(21) This Regulation should also establish a general legal framework for the use of trust services. However, it should not create a general obligation to use them or to install an access point for all existing trust services. In particular, it should not cover the provision of services used exclusively within closed systems between a defined set of participants, which have no effect on third parties. For example, systems set up in businesses or public administrations to manage internal procedures making use of trust services should not be subject to the requirements of this Regulation. Only trust services provided to the public having effects on third parties should meet the requirements laid down in the Regulation. Neither should this Regulation cover aspects related to the conclusion and validity of contracts or
other legal obligations where there are requirements as regards form laid down by national or Union law. In addition, it should not affect the national form requirements pertaining to public registers, in particular commercial and land registers.

(22) In order to contribute to their general cross-border use, it should be possible to use trust services as evidence in legal proceedings in all Member States. It is for the national law to define the legal effect of trust services, except if otherwise provided in this Regulation.

(23) To the extent that this Regulation creates an obligation to recognise a trust service, such a trust service may only be rejected if the addressee of the obligation is unable to read or verify it due to technical reasons lying outside the immediate control of the addressee. However, that obligation should not in itself require a public body to obtain the hardware and software necessary for the technical readiness of all existing trust services.

(24) Member States may maintain or introduce national provisions, in conformity with Union law, relating to trust services as far as those services are not fully harmonised by this Regulation. However, trust services that comply with this Regulation should circulate freely in the internal market.

(25) Member States should remain free to define other types of trust services in addition to those making part of the closed list of trust services provided for in this Regulation, for the purpose of recognition at national level as qualified trust services.

(26) Because of the pace of technological change, this Regulation should adopt an approach which is open to innovation.

(27) This Regulation should be technology-neutral. The legal effects it grants should be achievable by any technical means provided that the requirements of this Regulation are met.

(28) To enhance in particular the trust of small and medium-sized enterprises (SMEs) and consumers in the internet market and to promote the use of trust services and products, the notions of qualified trust services and qualified trust service provider should be introduced with a view to indicating requirements and obligations that ensure high-level security of whatever qualified trust services and products are used or provided.

(29) In line with the obligations under the United Nations Convention on the Rights of Persons with Disabilities, approved by Council Decision 2010/45/EC, in particular Article 9 of the Convention, persons with disabilities should be able to use trust services and end-user products used in the provision of those services on an equal basis with other consumers. Therefore, where feasible, trust services provided and end-user products used in the provision of those services should be made accessible for persons with disabilities. The feasibility assessment should include, inter alia, technical and economic considerations.


(30) Member States should designate a supervisory body or supervisory bodies to carry out the supervisory activities under this Regulation. Member States should also be able to decide, upon a mutual agreement with another Member State, to designate a supervisory body in the territory of that other Member State.

(31) Supervisory bodies should cooperate with data protection authorities, for example, by informing them about the results of audits of qualified trust service providers, where personal data protection rules appear to have been breached. The provision of information should in particular cover security incidents and personal data breaches.

(32) It should be incumbent on all trust service providers to apply good security practice appropriate to the risks related to their activities so as to boost users' trust in the single market.

(33) Provisions on the use of pseudonyms in certificates should not prevent Member States from requiring identification of persons pursuant to Union or national law.

(34) All Member States should follow common essential supervision requirements to ensure a comparable security level of qualified trust services. To ease the consistent application of those requirements across the Union, Member States should adopt comparable procedures and should exchange information on their supervision activities and best practices in the field.

(35) All trust service providers should be subject to the requirements of this Regulation, in particular those on security and liability to ensure due diligence, transparency and accountability of their operations and services. However, taking into account the type of services provided by trust service providers, it is appropriate to distinguish as far as those requirements are concerned between qualified and non-qualified trust service providers.

(36) Establishing a supervisory regime for all trust service providers should ensure a level playing field for the security and accountability of their operations and services, thus contributing to the protection of users and to the functioning of the internal market. Non-qualified trust service providers should be subject to a light touch and receive on post-supervisory activities justified by the nature of their services and operations. The supervisory body should therefore have no general obligation to supervise non-qualified trust service providers. The supervisory body should only take action when it is informed (for example, by the non-qualified trust service provider itself, by another supervisory body, by a notification from a user or a business partner or on the basis of its own investigation) that a non-qualified trust service provider does not comply with the requirements of this Regulation.

(37) This Regulation should provide for the liability of all trust service providers. In particular, it establishes the liability regime under which all trust service providers should be liable for damage caused to any natural or legal person due to failure to comply with the obligations under this Regulation. In order to facilitate the assessment of financial risk that trust service providers might have to bear or that they should cover by insurance policies, this Regulation allows trust service providers to set limitations, under certain conditions, on the use of the
services they provide and not to be liable for damages arising from the use of services exceeding such limitations. Customers should be duly informed about the limitations in advance. Those limitations should be recognisable by a third party, for example by including information about the limitations in the terms and conditions of the service provided or through other recognisable means. For the purposes of giving effect to those principles, this Regulation should be applied in accordance with national rules on liability. Therefore, this Regulation does not affect those national rules on, for example, definition of damages, intention, negligence, or relevant applicable procedural rules.

(38) Notification of security breaches and security risk assessments is essential with a view to providing adequate information to concerned parties in the event of a breach of security or loss of integrity.

(39) To enable the Commission and the Member States to assess the effectiveness of the breach notification mechanism introduced by this Regulation, supervisory bodies should be requested to provide summary information to the Commission and to the European Union Agency for Network and Information Security (ENISA).

(40) To enable the Commission and the Member States to assess the effectiveness of the enhanced supervision mechanism introduced by this Regulation, supervisory bodies should be requested to report on their activities. This would be instrumental in facilitating the exchange of good practice between supervisory bodies and would ensure the verification of the consistent and efficient implementation of the essential supervision requirements in all Member States.

(41) To ensure sustainability and durability of qualified trust services and to boost users' confidence in the continuity of qualified trust services, supervisory bodies should verify the existence and the correct application of provisions on termination plans in cases where qualified trust service providers cease their activities.

(42) To facilitate the supervision of qualified trust service providers, for example, when a provider is providing its services in the territory of another Member State and is not subject to supervision there, or when the computers of a provider are located in the territory of a Member State other than the one where it is established, a mutual assistance system between supervisory bodies in the Member States should be established.

(43) In order to ensure the compliance of qualified trust service providers and the services they provide with the requirements set out in this Regulation, a conformity assessment should be carried out by a conformity assessment body and the resulting conformity assessment reports should be submitted by the qualified trust service providers to the supervisory body. Wherever the supervisory body requires a qualified trust service provider to submit an ad hoc conformity assessment report, the supervisory body should respect, in particular, the principles of good administration, including the obligation to give reasons for its decisions, as well as the principle of proportionality. Therefore, the supervisory body should duly justify its decision to require an ad hoc conformity assessment.

(44) This Regulation aims to ensure a coherent framework with a view to providing a high level of security and legal certainty of trust services. In this regard, whilst addressing the conformity assessment of products and services, the Commission should, where appropriate, seek synergies with existing relevant European and international schemes such as the Regulation (EC) No 765/2008 of the European Parliament and of the Council which sets out the requirements for accreditation of conformity assessment bodies and market surveillance of products.

(45) In order to allow an efficient initiative process, which should lead to the inclusion of qualified trust service providers and the qualified trust services they provide into trusted lists, preliminary interactions between prospective qualified trust service providers and the competent supervisory body should be encouraged with a view to facilitating the due diligence leading to the provision of qualified trust services.

(46) Trusted lists are essential elements in the building of trust among market operators as they indicate the qualified status of the service provider at the time of supervision.

(47) Confidence in and convenience of online services are essential for users to fully benefit and consciously rely on electronic services. To this end, an EU trust mark should be created to identify the qualified trust services provided by qualified trust service providers. Such an EU trust mark for qualified trust services would clearly differentiate qualified trust services from other trust services thus contributing to transparency in the market. The use of an EU trust mark by qualified trust service providers should be voluntary and should not lead to any requirement other than those provided for in this Regulation.

(48) While a high level of security is needed to ensure mutual recognition of electronic signatures, in specific cases, such as in the context of the Commission Decision 2009/767/EC,10 electronic signatures with a lower security assurance should also be accepted.

(49) This Regulation should establish the principle that an electronic signature should not be denied legal effect on the grounds that it is in an electronic form or that it does not meet the requirements of the qualified electronic signature. However, it is for national law to define the legal effect of electronic signatures, except for the requirements provided for in this Regulation according to which a qualified electronic signature should have the equivalent legal effect of a handwritten signature.

(50) As competent authorities in the Member States currently use different formats of advanced electronic signatures to sign their documents electronically, it...
is necessary to ensure that at least a number of advanced electronic signature formats can be technically supported by Member States when they receive documents signed electronically. Similarly, when competent authorities in the Member States use advanced electronic seals, it would be necessary to ensure that they support at least a number of advanced electronic seal formats.

(S1) It should be possible for the signatory to entrust qualified electronic signature creation devices to the care of a third party, provided that appropriate mechanisms and procedures are implemented to ensure that the signatory has sole control over the use of his electronic signature creation data, and that qualified electronic signature requirements are met by the use of the device.

(S2) The creation of remote electronic signatures, where the electronic signature creation environment is managed by a trust service provider in behalf of the signatory, is set to increase in the light of its multiple economic benefits. However, in order to ensure that such electronic signatures receive the same legal recognition as electronic signatures created in an entirely user-managed environment, remote electronic signature service providers should apply specific management and administrative security procedures and use trustworthy systems and products, including secure electronic communication channels, in order to guarantee that the electronic signature creation environment is reliable and is used under the sole control of the signatory. Where a qualified electronic signature has been created using a remote electronic signature creation device, the requirements applicable to qualified trust service providers set out in this Regulation should apply.

(S3) The suspension of qualified certificates is an established operational practice of trust service providers in a number of Member States, which is different from revocation and entails the temporary loss of validity of a certificate. Legal certainty calls for the suspension status of a certificate to always be clearly indicated. To that end, trust service providers should have the responsibility to clearly indicate the status of the certificate and, if suspended, the precise period of time during which the certificate has been suspended. This Regulation should not impose the use of suspension on trust service providers or Member States, but should provide for transparency rules when and where such a practice is available.

(S4) Cross-border interoperability and recognition of qualified certificates is a precondition for cross-border recognition of qualified electronic signatures. Therefore, qualified certificates should not be subject to any mandatory requirements exceeding the requirements laid down in this Regulation. However, at national level, the inclusion of specific attributes, such as unique identifiers, in qualified certificates should be allowed, provided that such specific attributes do not hamper cross-border interoperability and recognition of qualified certificates and electronic signatures.

(S5) IT security certification based on international standards such as ISO 15408 and related evaluation methods and mutual recognition arrangements is an important tool for verifying the security of qualified electronic signature creation devices and should be promoted. However, innovative solutions and services such as mobile signing and cloud signing rely on technical and organisational solutions for qualified electronic signature creation devices for which security standards may not yet be available or for which the first IT security certification is ongoing. The level of security of such qualified electronic signature creation devices could be evaluated by using alternative processes only where such security standards are not available or where the first IT security certification is ongoing. Those processes should be comparable to the standards for IT security certification insofar as their security levels are equivalent. Those processes could be facilitated by a peer review.

(S6) This Regulation should lay down requirements for qualified electronic signature creation devices to ensure the functionality of advanced electronic signatures. This Regulation should not cover the entire system environment in which such devices operate. Therefore, the scope of the certification of qualified signature creation devices should be limited to the hardware and system software used to manage and protect the signature creation data created, stored or processed in the signature creation device. As detailed in relevant standards, the scope of the certification obligation should exclude signature creation applications.

(S7) To ensure legal certainty as regards the validity of the signature, it is essential to specify the components of a qualified electronic signature, which should be assessed by the relying party carrying out the validation. Moreover, specifying the requirements for qualified trust service providers that can provide a qualified validation service to relying parties willing or unable to carry out the validation of qualified electronic signatures themselves, should stimulate the private and public sector to invest in such services. Both elements should make qualified electronic signature validation easy and convenient for all parties at Union level.

(S8) When a transaction requires a qualified electronic seal from a legal person, a qualified electronic signature from the authorised representative of the legal person should be equally acceptable.

(S9) Electronic seals should serve as evidence that an electronic document was issued by a legal person, ensuring certainty of the document's origin and integrity.

(S10) Trust service providers issuing qualified certificates for electronic seals should implement the necessary measures in order to be able to establish the identity of the natural person representing the legal person to whom the qualified certificate for the electronic seal is provided, when such identification is necessary at national level in the context of judicial or administrative proceedings.

(S11) This Regulation should ensure the long-term preservation of information, in order to ensure the legal validity of electronic signatures and electronic seals over extended periods of time and guarantee that they can be validated irrespective of future technological changes.

(S12) In order to ensure the security of qualified electronic time stamps, this Regulation should require the use of an advanced electronic seal or an advanced electronic signature or of other equivalent methods. It is foreseeable that innovation may lead to new technologies that may ensure an equivalent level of security for time stamps. Whenever a method other than an advanced electronic seal or an
advanced electronic signature is used, it should be up to the qualified trust service provider to demonstrate, in the conformity assessment report, that such a method ensures an equivalent level of security and complies with the obligations set out in this Regulation.

(65) Electronic documents are important for further development of cross-border electronic transactions in the internal market. This Regulation should establish the principle that an electronic document should not be denied legal effect on the grounds that it is in an electronic form in order to ensure that an electronic transaction will not be rejected only on the grounds that a document is in electronic form.

(66) When addressing formats of advanced electronic signatures and seals, the Commission should build on existing practices, standards and legislation, in particular Commission Decision 2011/30/EU.\(^{11}\)

(67) In addition to authenticating the document issued by the legal person, electronic seals can be used to authenticate any digital asset of the legal person, such as software code or servers.

(68) It is essential to provide for a legal framework to facilitate cross-border recognition between existing national legal systems related to electronic registered delivery services. That framework could also open new market opportunities for Union trust service providers to offer new pan-European electronic registered delivery services.

(69) Website authentication services provide a means by which a visitor to a website can be assured that there is a genuine and legitimate entity standing behind the website. Those services contribute to the building of trust and confidence in conducting business online, as users will have confidence in a website that has been authenticated. The provision and the use of website authentication services are entirely voluntary. However, in order for website authentication to become a means of boosting trust, providing a better experience for the user and furthering growth in the internal market, this Regulation should lay down minimal security and liability obligations for the providers and their services. To that end, the results of existing industry-led initiatives, for example the Certification Authorities/Browsers Forum - CA/B Forum, have been taken into account. In addition, this Regulation should not impede the use of other means or methods to country providers of website authentication services from providing their services to customers in the Union. However, a third country provider should only have its website authentication services recognised as qualified in accordance with this Regulation, if an international agreement between the Union and the country of establishment of the provider has been concluded.


(70) In order to complement certain detailed technical aspects of this Regulation in a flexible and rapid manner, the power to adopt acts in accordance with Article 290 TFEU should be delegated to the Commission in respect of criteria to be met by the bodies responsible for the certification of qualified electronic signature creation devices. It is of particular importance that the Commission carry out appropriate consultations during its preparatory work, including at expert level. The Commission, when preparing and drawing up delegated acts, should ensure a simultaneous, timely and appropriate transmission of relevant documents to the European Parliament and to the Council.

(71) In order to ensure uniform conditions for the implementation of this Regulation, implementing powers should be conferred on the Commission, in particular for specifying reference numbers of standards the use of which would raise a presumption of compliance with certain requirements laid down in this Regulation. Those powers should be exercised in accordance with Regulation 2004/291/EC of the European Parliament and of the Council.\(^{12}\)

(72) When adopting delegated or implementing acts, the Commission should take due account of the standards and technical specifications drawn up by European and international standardisation organisations and bodies, in particular the European Committee for Standardisation (CEN), the European Telecommunications Standards Institute (ETSI), the International Organization for Standardization (ISO) and the International Telecommunication Union (ITU), with a view to ensuring a high level of security and interoperability of electronic identification and trust services.

(73) For reasons of legal certainty and clarity, Directive 1999/93/EC should be repealed.

(74) To ensure legal certainty for market operators already using qualified certificates issued to natural persons in compliance with Directive 1999/93/EC, it is necessary to provide for a sufficient period of time for transitional purposes. Similarly, transitional measures should be established for secure signature creation devices, the conformity of which has been determined in accordance with Article 290 TFEU by an act of the European Parliament and of the Council of 25 May 2011 laying down the rules and general principles concerning mechanisms for control by the Member States of the Commission's exercise of implementing powers (OJ L 135, 28 February 2011, p. 13).
business practice, the use of electronic signatures with the higher level of security and legal certainty remains very low. In addition, some uncertainty remains, in the EU, with regard to numerous formalities (other than signature), which do not exist at the EU level (archiving, time stamping, registered letter, etc.). Some Member States took initiatives, but, with low harmonisation levels and, accordingly, a risk for the internal market. Considering that it could give rise to a lack of trust 'in particular because of a perceived lack of legal certainty, [this] makes consumers, businesses and public authorities hesitate to carry out transactions electronically and to adopt new services' (see recital 1 of the eIDAS Regulation), the European Commission issued a proposal for regulation in June 2012 (proposal for a Regulation of the European Parliament and of the Council on electronic identification and trust services for electronic transactions in the internal market, COM (2012) 0258 final). A bit more than two years later (which is a pretty short period), this proposal was adopted: it is the Regulation (EU) No 910/2014 of the European Parliament and of the Council of 23 July 2014 on electronic identification and trust services for electronic transactions in the internal market and repealing Directive 1999/93/EC (OJ L 257, 28 August 2014), also called the eIDAS Regulation.

Compared to the Directive, the regulation does not need to be implemented within the Member States. Such a legal instrument prevents potential differences between legal frameworks applicable in the Member States, to the prejudice of the internal market (in any case when it is a minimal harmonisation directive, but also when it is a maximal harmonisation directive, with the possible discussion on the scope of the directive — see the case Law of the CJEU with regard to Directive 2005/28/EC on unfair commercial practices). In point 1.5.3. of the proposal, reference was indeed made to the ‘fragmented transposition and implementation of that Directive (1999/93/EC on electronic signature) which have bloated it from achieving its objectives’.

3. Structure of the eIDAS Regulation and implementing acts. The eIDAS Regulation is divided into two main chapters, dedicated to electronic identification (Chapter II) and Trust Services (Chapter III) and is supplemented by several implementing acts. Reference must also be made to Chapter I on ‘general principles’ (including the definitions), Chapter IV on ‘electronic document’, Chapter V on ‘delegation of powers and implementing provisions’ and Chapter VI on ‘final provisions’. Four annexes must also be taken into account. They state the requirements for: (i) qualified certified for electronic signatures; (ii) qualified electronic signature creation devices; (iii) qualified certificates for electronic seals; and (iv) qualified certificates for website authentication. The following implementing acts were also adopted (until 31 December 2017):

- The Commission implementing regulation (EU) 2015/1501 of 8 September 2015 on the interoperability framework pursuant to art. 12 (8) of Regulation
establishes a legal framework for electronic signatures, electronic seals, electronic time stamps, electronic documents, electronic registered delivery services and certificate services for website authentication.

1. General. This provision points out both the main objectives of the Regulation - proper functioning of the internal market and adequate level of security for electronic identification means and trust services - as well as the main measures adopted for this purpose - a new legal framework for electronic identification and trust services. Some rules - related to their legal effects - are also laid down for electronic documents (that are not, as such, trust services).

2. Objectives. (a) Trust, thanks to legal and technical certainty. The use of information and communication technologies (mainly internet) in electronic transactions is a source of economic growth. However, electronic transactions will not occur without a sufficient level of trust among the stakeholders (consumers, businesses and public authorities). This provision is pointed out in recital 2 of the eIDAS Regulation: This Regulation seeks to enhance trust in electronic transactions in the internal market by providing a common foundation for secure electronic interaction between citizens, businesses and public authorities, thereby increasing the effectiveness of public and private online services, electronic business and electronic commerce in the Union. Various threats to the establishment of a trust context can be outlined. Fraud and cybercrime are ubiquitous in the digital environment. Identity fraud and phishing, for instance, are common. The technical and legal security of the electronic transactions must be ensured. Pursuant to the applicable legal framework to be observed by the subjects of the eIDAS Regulation in the Member States, various formal requirements must be fulfilled. The requirements are for evidentiary purposes, tax purposes or aiming at protecting a weaker contract party (e.g., consumer) or a third party. In the digital context, where no handwritten signature can be included on a paper medium, in order to be further archived with the other paper records, one would wonder how to fulfil the main formalities, prescribed by the applicable legal framework (signature, in writing, handwritten mention, etc.) so that the electronic process used shall have equivalent legal effects to the corresponding paper process. Further to these ‘main’ formalities, ‘accessories’ formal requirements also needed to be regulated: time-stamping, electronic registered delivery services or website authentication. For instance, in the context of a public procurement process, it could be required from the public authorities to be included in the tender were sent to, and received by, the public authority in compliance with the compulsory deadline. One could expect that archiving services would be regulated by the eIDAS Regulation as well. Unfortunately, this is not the case. The European regulator did not want to interfere with the archiving legal requirements enacted in each Member State. Member States remain free to regulate this service. For instance, the Belgian legislator introduced such regulation with the adoption of additional rules on electronic archiving, consistent with the principles and the logic laid down in the eIDAS Regulation. (b) Ensuring the proper functioning of the internal market. This objective is particularly
3. This Regulation does not affect national or Union law related to the conclusion and validity of contracts or other legal or procedural obligations relating to form.

1. General. This provision determines the scope of the eIDAS Regulation, from a positive (it applies to ... - cf. art. 2 (1) -) and a negative (it does not apply to ... - cf. art. 2 (2) and 2 (3) -) perspective. A distinction must also be made whether the scope limitation refers to electronic identification, trust services, or both. In any case, the scope is pretty broad (there are only few limitations). The broad scope allows any party to rely on the Regulation in the public sector (especially for e-government issues) or in the private sector, no matter whether it concerns a B2B, a B2C or a C2C relationship, with cross-border dimension or not.

2. Scope defined positively. (a) Application to notified electronic identification schemes. Para. 1 of art. 2 states: 'This Regulation applies to electronic identification schemes that have been notified by a Member State.' Art. 6-12 of the eIDAS Regulation determine the legal framework applicable to electronic identification. The legal framework applies to the identification schemes subject to a notification, in accordance with the procedure laid down in art. 9 (1) of the Regulation. It means, in other words, that the Member States establishing such identification schemes remain totally free to decide whether to notify (and be subject to the duties prescribed by the Regulation, as well as by the rights, in particular the mutual recognition consecrated in art. 6 or not.

(b) Application to trust service providers established in the Union. Following para. 1 of this provision, the Regulation only applies to trust service providers established in the Union. This is consistent with the internal market principle, consecrated in art. 4 of the Regulation (see comment below). Trust services could nevertheless be provided to customers (consumers or professionals) located in the Union by providers established outside the Union (for instance, in the United States or in India). Such providers remain free to decide whether they will comply with the requirements of the eIDAS Regulation or not. Their customers will not benefit from the protection rules laid down in the Regulation setting up a high level of legal certainty. However, it is possible, under art. 14 of the eIDAS Regulation (and its corresponding requirements), to recognize a trust service provider established in a third country as being legally equivalent to qualified trust service providers established in the Union.

3. Scope defined negatively. (a) Not applicable to closed systems. Pursuant to art. 2 (2), the provision of trust services that are used exclusively within closed systems resulting from national law or from agreements between a defined set of participants are excluded from the scope of the Regulation. Additional details are given in recital 21 of the Regulation, stating: 'For example, systems set up in businesses or public administrations to manage internal procedures making use of trust services should not be subject to the requirements of this Regulation. Only trust services provided to the public having effects on third parties should meet the requirements laid down in the Regulation.' This limitation appears to be pretty logical: in closed systems where, normally, the parties know each other (and where their main rights and duties are laid
down in an agreement, they could freely decide not to use a (qualified) trust service provided by a (qualified) trust service provider and to grant legal effects to a trust service that does not meet the requirements prescribed by the eIDAS Regulation. This is an application of their contractual freedom. This freedom is however not absolute; it cannot give rise to the violation of a mandatory legal provision, that shall be observed in a specific situation. For instance, in accordance with point (e) of Annex of the Directive 93/13/EEC of the Council on unfair terms in consumer contracts, the following terms may be regarded as unfair: terms which have the effect or effect of 'unduly restricting the evidence available to (the consumer) or imposing on him a burden of proof which, according to the applicable law, should lie with another party to the contract'. Furthermore, when the mandatory legal framework prescribes a signature or a written agreement as a requirement to the validity of the contract (in order to protect consumers, for instance), parties cannot rely on the scope limitation of Art. 2 (2) of the eIDAS Regulation in order to use an electronic signature process with lower level of security. (9) Rules related to the conclusion and validity of contracts not affected. Art. 2 (3) of the eIDAS Regulation states that it: 'does not affect national or Union law related to the conclusion and validity of contracts or other legal or procedural obligations relating to form'. A distinction must be made between, on the one hand, the formal requirement as such, prescribed by national or Union Law and related to the conclusion and validity of contracts (written or signed agreement prescribed for evidentiary purposes, for instance, as a mandatory requirement, whose violation could allow a termination of the agreement or any other penalty), and, on the other hand, the rules to be observed in order to fulfill this formal requirement in the digital context, so that it can benefit from the same legal effects (as in the 'paper' context). The Regulation applies only to these last aspects. The Member States remain free to impose specific legal requirements and to determine their purpose (and corresponding penalty in case of violation). Recital 21 also specifies that the Regulation: 'should not affect national form requirements pertaining to public registries, in particular commercial and land registers'.

[Definitions]

Article 2

For the purposes of this Regulation, the following definitions apply:

1. 'Electronic identification' means the process of using person identification data in electronic form uniquely representing either a natural or legal person, or a natural person representing a legal person;

2. 'Electronic identification means' means a material and/or immaterial unit containing person identification data and which is used for authentication for an online service;

3. 'Person identification data' means a set of data enabling the identity of a natural or legal person, or a natural person representing a legal person to be established;

4. 'Electronic identification scheme' means a system for electronic identification under which electronic identification means are issued to natural or legal persons, or natural persons representing legal persons;

5. 'Authentication' means an electronic process that enables the electronic identification of a natural or legal person, or the origin and integrity of data in electronic form to be confirmed;

6. 'Relying person' means a natural or legal person that relies upon an electronic identification or a trust service;

7. 'Public sector body' means a state, regional or local authority, a body governed by public law or an association formed by one or several such authorities or one or several such bodies governed by public law, or a public entity mandated by at least one of these authorities, bodies or associations to provide public services, when acting under such a mandate;

8. 'Body governed by public law' means a body defined in point (4) of Article 2 (1) of Directive 2014/24/EU of the European Parliament and of the Council;

9. 'Signatory' means a natural person who creates an electronic signature;

10. 'Electronic signature' means data in electronic form which is attached to or logically associated with other data in electronic form and which is used by the signatory to sign;

11. 'Advanced electronic signature' means an electronic signature which meets the requirements set out in Article 26;

12. 'Qualified electronic signature' means an advanced electronic signature that is created by a qualified electronic signature creation device, and which is based on a qualified certificate for electronic signatures;

13. 'Electronic signature creation device' means unique data which is used by the signatory to create an electronic signature;

14. 'Certificate for electronic signature' means an electronic certificate which links electronic signature validation data to a natural person and confirms at least the name or the pseudonym of that person;

15. 'Qualified certificate for electronic signature' means a certificate for electronic signature, that is issued by a qualified trust service provider and meets the requirements laid down in Annex I;

16. 'Trust service' means an electronic service normally provided for remuneration which consists of:

(a) the creation, verification, and validation of electronic signatures, electronic seals or electronic time stamps, electronic registered delivery services and certificates related to those services, or

(b) the creation, verification and validation of certificates for website authentication; or

(c) the preservation of electronic signatures, seals or certificates related to those services;

17. 'Qualified trust service' means a trust service that meets the applicable requirements laid down in this Regulation;

18. 'conformity assessment body' means a body defined in point 13 of Article 2 of Regulation (EC) No 766/2008, which is accredited in accordance with that Regulation as competent to carry out conformity assessment of a qualified trust service provider and the qualified trust services it provides.

19. 'trust service provider' means a natural or a legal person who provides one or more trust services either as a qualified or as a non-qualified trust service provider;

20. 'qualified trust service provider' means a trust service provider who provides one or more qualified trust services and is granted the qualified status by the supervisory body;

21. 'product' means hardware or software, or relevant components of hardware or software, which are intended to be used for the provision of trust services;

22. 'electronic signature creation device' means configured software or hardware used to create an electronic signature;

23. 'qualified electronic signature creation device' means an electronic signature creation device that meets the requirements laid down in Annex II;

24. 'creator of a seal' means a legal person who creates an electronic seal;

25. 'electronic seal' means data in electronic form, which is attached to or logically associated with other data in electronic form to ensure the latter's origin and integrity;

26. 'advanced electronic seal' means an electronic seal, which meets the requirements set out in Article 36;

27. 'qualified electronic seal' means an advanced electronic seal, which is created by a qualified electronic seal creation device, and that is based on a qualified certificate for electronic seal;

28. 'electronic seal creation data' means unique data, which is used by the creator of the electronic seal to create an electronic seal;

29. 'certificate for electronic seal' means an electronic attestation that links electronic seal validation data to a legal person and confirms the name of that person;

30. 'qualified certificate for electronic seal' means a certificate for an electronic seal, that is issued by a qualified trust service provider and meets the requirements laid down in Annex II;

31. 'electronic seal creation device' means configured software or hardware used to create an electronic seal;

32. 'qualified electronic seal creation device' means an electronic seal creation device that meets the requirements laid down in Article 44;

33. 'electronic time stamp' means data in electronic form which binds other data in electronic form to a particular time establishing evidence that the latter data existed at that time;

34. 'qualified electronic time stamp' means an electronic time stamp which meets the requirements laid down in Article 44;

35. 'electronic document' means any content stored in electronic form, in particular text or sound, visual or audiovisual recording;

36. 'electronic registered delivery service' means a service that makes it possible to transmit data between third parties by electronic means and provides evidence relating to the handling of the transmitted data, including proof of sending and receiving the data, and that protects transmitted data against the risk of loss, theft, damage or any unauthorised alterations;

37. 'qualified electronic registered delivery service' means an electronic registered delivery service which meets the requirements laid down in Article 44;

38. 'certificate for website authentication' means an attestation that makes it possible to authenticate a website and links the website to the natural or legal person to whom the certificate is issued;

39. 'qualified certificate for website authentication' means a certificate for website authentication, which is issued by a qualified trust service provider and meets the requirements laid down in Annex III;

40. 'validating data' means data that is used to validate an electronic signature or an electronic seal;

41. 'validation' means the process of verifying and confirming that an electronic signature or a seal is valid.

1. Electronic Identification. The process of electronic identification is intended to allow for online identification of a person, thanks to the use of personal identification data in electronic form (art. 3 (1)). These data must be uniquely linked to the person seeking identification, who can be either a natural or legal person, as well as a natural person representing a legal person. The personal identification data is contained in electronic identification means, which can either be material medium or an immaterial unit (art. 3 (2)). E.g., the Belgian electronic ID card serves as an electronic identification means, as it contains two certificates, including one for identification purposes. The sole presentation of personal identification data is not self-sufficient. In order to access an online service, the link between the personal identification data and the natural or legal person has to be confirmed through an authentication process. Thanks to this authentication process, the relying party will be able to know, with a high level of certainty, the identity of the person seeking access. The electronic identification means are part of what is called an electronic identification scheme, which is described as 'a system for electronic identification under which electronic identification means are issued to natural or legal persons, or natural persons representing legal persons' (art. 3 (4)). As explained above, Member States have the faculty - but not the obligation (rectal 13) - to notify their national electronic identification schemes to the Commission in order for them to appear on a list of electronic identification schemes, and provided that a number of requirements are fulfilled (arts 7 and 9). If all the requirements are met, the inscription of the national electronic identification scheme triggers the application of the mutual recognition principle (rectal 14 and art. 6).

2. Electronic signature. The electronic signature is created by a person, called the 'signatory', to whom the signature is uniquely linked. The signatory must be necessarily a natural person, as legal persons use another tool: the electronic seal. This will be explained in the next paragraph. Under the Regulation, three types of electronic
signature emerge. First, the 'simple' electronic signature is defined in art. 3 (10), as 'data in electronic form which is attached to or logically associated with other data in electronic form and which is used by the signatory to sign'. This constitutes the basis of the criteria that every electronic signature must fulfill. The definition does not give much information about the electronic signature and, basically, revolves around the act of signing. The Member States determine what is meant under this expression. The second defined form of an electronic signature is the 'advanced electronic signature' (art. 3 (11)). Compared to the simple electronic signature, the advanced electronic signature must fulfill additional requirements enumerated in art. 26 of the Regulation. From those requirements, the advanced electronic signature should derive a strengthened level of security and, cumulatively, enhanced trust from the relying parties. At the top of that security scale stands the 'qualified' electronic signature (art. 3 (12)). Additionally to the criteria linked to the advanced electronic signature, the qualified electronic signature must be created using a qualified electronic signature creation device. It must be based on a qualified certificate for electronic signature. A certificate for electronic signature is an 'electronic attestation which links electronic signature validation data to a natural person and conforms at least the name or the pseudonym of that person' (art. 3 (14)). In order to be qualified, this electronic document has to be issued by a qualified trust service provider. Furthermore, it must meet several requirements listed in Annex 1 to the Regulation (art. 3 (15)). As for the electronic identification device, art. 3 (22) defines it as a 'configured software or hardware used to create an electronic signature'. If this device meets the requirements enumerated in Annex II, it is called a qualified electronic identification device. The electronic signature is constructed on the basis of electronic signature creation data, defined as 'unique data which is used by the signatory to create an electronic signature' (art. 3 (13)).

3. Electronic seal. The electronic seal is an electronic tool designed to be created and used by a legal person, who is known as the 'seal owner'. As is the case with the electronic signature, three models of electronic seals are provided for in the Regulation. The 'simple' electronic seal is defined as 'data in electronic form, which is attached to or logically associated with other data in electronic form to ensure the latter's origin and integrity' (art. 3 (35)). This definition is very similar to the definition of the electronic signature, the main difference being that the functions of the electronic seal - guaranteeing the origin and integrity of the data - are specifically mentioned, whereas art. 3 (10) merely indicates that the electronic signature is used by the signatory to sign. The 'advanced' electronic seal must meet the requirements laid down in art. 36 (art. 3 (26)). The 'qualified' electronic seal is an advanced electronic seal which is created with a qualified electronic seal creation device and which is based on a qualified certificate for electronic seals (art. 3 (27)). Those three types of electronic seals are therefore built on the same foundations as the three models for an electronic signature.

4. Trust services (provider) and qualified trust service (provider). In the context of trust services an important distinction is made between qualified trust service and a qualified trust service provider, on the one hand, and a non-qualified trust service and

non-qualified trust service provider, on the other hand. The definition of trust service is laid down in art. 3 (16) of the Regulation. First, it is considered as an 'electronic service normally provided for remuneration'. This concept - normally provided for remuneration - is also used in art. 57 of the Treaty on the Functioning of the EU, as well as in various other regulations (see for instance the definition of 'information society service', in the E-Commerce Directive 2000/31/EC). Following the interpretation given by the European Court of Justice, an information society services is a service that must be provided for economic purposes, no matter whether the price is paid directly by the recipient of the service or is resulting from the advertising revenues gained by the provider. Three kinds of services are referred to in the definition: the first two references describe the trust services regulated by the Regulation: (a) creation, verification, and validation of electronic signatures, electronic seals or electronic time stamps, electronic registered delivery services and certificates related to those services' or (b) the creation, verification and validation of certificates for website authentication'. The third services reference to archiving, as is related to 'the preservation of electronic signatures, seals or certificates related to those services'. Any trust service can be qualified or non-qualified. Should a trust service be qualified then, in accordance with the definition, it shall meet the applicable requirements laid down in this Regulation (art. 3 (17) of the Regulation). Qualified trust services are subject to numerous requirements (compared to non-qualified trust services, for which only few requirements are applicable). Correlatively, with the legal effects of qualified trust service, the relying parties should benefit from a higher level of legal certainty. Trust service providers and qualified trust service providers are also defined by the Regulation (see art. 3 (19) and 3 (20) of the Regulation).

5. (Qualified) Electronic time stamp. The definition of electronic time stamp is built with reference to the functions of the process. The electronic time stamp process does not have an equivalent in the 'paper' environment. It means 'data in electronic form which binds other data in electronic form to a particular time establishing evidence that the latter data existed at that time' (art. 3 (31) of the Regulation). A distinction is made between the electronic time stamp and the qualified electronic time stamp. The last one shall meet the requirements of art. 42 of the Regulation (art. 3 (34) of the Regulation - see comment at art. 42 of the Regulation)

6. Electronic document. A broad definition of the 'electronic document' is given under art. 3 (35) of the Regulation. It is 'any content stored in electronic form'. Some examples are provided: 'text or sound, visual or audio-visual recording'. It is not limited to the written form. An electronic document is not a trust service. It shall however benefit from the principle of non-discrimination, like the other trust services (see art. 46 of the Regulation). On the principle of non-discrimination, see below, in particular the comments of arts 25 and 46.

7. (Qualified) Electronic registered delivery service. The electronic registered delivery service is defined in art. 3 (36) of the Regulation, with reference to the functions of the corresponding process in the 'paper' environment: transmission of data between third parties; proof of sending and receiving the data; protection of data against risk of
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qualified electronic time stamp). It is however not consecrated for qualified electronic registered delivery service or qualified certificates for website authentication.

[Data processing and protection]

Article 5
1. Processing of personal data shall be carried out in accordance with Directive 95/46/EC.
2. Without prejudice to the legal effect given to pseudonyms under national law, the use of pseudonyms in electronic transactions shall not be prohibited.

1. General. In most cases, the provision of electronic identification systems and trust services will involve the processing of personal data. It is obvious that the rules regarding the processing of personal data are applicable and that those must be observed. As of 25 May 2018, the General Data Protection Regulation (Regulation (EU) 2016/679) of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data is applicable. Directive 95/46/EC was repealed as that same date. Hence, the wording in the first paragraph is no longer accurate. A broader reference would have made more sense and it is likely that this paragraph must be amended.

2. Pseudonyms. Art. 5 (2) expressly excludes any prohibition of the use of pseudonyms in electronic transactions. In other provisions of the eIDAS Regulation, especially in the context of electronic signature, the Regulation allows the reference to a pseudonym of the signatory, instead of the name (see, in particular, the definition of ‘certificate for electronic signature’ in art. 3 (14) of the Regulation). Recital 33 states however that ‘provisions on the use of pseudonyms in certificates should not prevent Member States from requiring identification of persons pursuant to Union or national law’.

CHAPTER II

ELECTRONIC IDENTIFICATION

[Mutual recognition]

Article 6
1. When an electronic identification using an electronic identification means and authentication is required under national law or by administrative practice to access a service provided by a public sector body online in one Member State, the electronic Identification means issued in another Member State shall be recognised in the first Member State for the purposes of cross-border authentication for that service online, provided that the following conditions are met:
levels. The other conditions for the mutual recognition of the electronic identification schemes relate to assurance levels: recital 16 of the Regulation clarifies what must be understood under the concept of assurance level: ‘The assurance level depends on the degree of confidence that electronic identification means provides in claimed or asserted identity of a person, taking into account processes (e.g., identity proofing and verification, and authentication), management of activities (e.g., the entity issuing electronic identification means and the procedure to issue such means) and technical and legal controls implemented.’ Assurance levels are described in art. 8 of the Regulation. Pursuant to para. 3 of this provision, the Commission has adopted the Commission Implementing Regulation (EU) 2015/1502 of 8 September 2015 setting out minimum technical specifications and procedures for assurance levels for electronic identification means. The assurance level attached to the electronic identification means must be equal or superior to the level attained for the online public service. More specifically, the obligation of mutual recognition only applies to electronic identification means that correspond to the assurance level substantial or high (see recital 15 of the Regulation). This highlights the importance for the online public services to maintain a high level of reliability, which is central to the objective of strengthening the trust of the European citizens in the online public services.

3. Voluntary recognition (para. 2). Recognition of an electronic identification means which correspond to the security level ‘low’ does not result in an obligation for a Member State to apply mutual recognition. However, when such an electronic identification means is issued under an electronic identification scheme that appears on the Commission’s list, public sector bodies can voluntarily decide to recognize it and authorize access to the online service they provide through this means. We can safely presume that only a Member State that requires an assurance level ‘low’ in order to access an online public service would decide to recognize an electronic identification means corresponding to the assurance level ‘low’. It is indeed highly unlikely that a public sector body would consent itself with an electronic identification means that only match the criteria of the assurance level ‘low’ when its online service requires an assurance level ‘substantial’ or ‘high’.

4. Member States’ margin of manoeuvre. Mutual recognition is only imposed as regards cross-border authentication of online services. Consequently, the Regulation leaves it to the Member States to decide on the rules governing all other aspects of online services, notably conditions to access the service, its content, or the way it is provided.

[Eligibility for notification of electronic identification schemes]

Article 7

An electronic identification scheme shall be eligible for notification pursuant to Article 9(1) provided that all of the following conditions are met:

(a) the electronic identification means under the electronic identification scheme are issued;
(b) by the notifying Member State;
(ii) under a mandate from the notifying Member State; or
(iii) independently of the notifying Member State and are recognised by that Member State;

(b) the electronic identification means under the electronic identification scheme can be used to access at least one service which is provided by a public sector body and which requires electronic identification in the notifying Member State;

(c) the electronic identification scheme and the electronic identification means issued thereunder meet the requirements of at least one of the assurance levels set out in the implementing act referred to in Article 8(3);

(d) the notifying Member State ensures that the persona identification data uniquely representing the person in question is attributed, in accordance with the technical specifications, standards and procedures for the relevant assurance level set out in the implementing act, referred to in Article 8(3), to the natural or legal person referred to in point 1 of Article 5 at the time the electronic identification means under that scheme is issued;

(e) the party issuing the electronic identification means under that scheme ensures that the electronic identification means is attributed to the person referred to in point (d) of this Article in accordance with the technical specifications, standards and procedures for the relevant assurance level set out in the implementing act referred to in Article 8(3);

(f) the notifying Member State ensures the availability of authentication online, so that any relying party established in the territory of another Member State is able to confirm the person identification data received in electronic form.

For relying parties other than public sector bodies the notifying Member State may define terms of access to that authentication. The cross-border authentication shall be provided free of charge when it is carried out in relation to a service online provided by a public sector body.

Member States shall not impose any specific disproportionate technical requirements on relying parties intending to carry out such authentication, where such requirements prevent or significantly impede the interoperability of the notified electronic identification schemes;

(g) at least six months prior to the notification referred to in Article 9(1), the notifying Member State provides the other Member States with the information concerning the assurance levels, as referred to in Article 12(5) a description of that scheme in accordance with the procedural arrangements established by the implementing act referred to in Article 12(5);

(h) the electronic identification scheme meets the requirements set out in the implementing act referred to in Article 13(8).

1. General. Member States can notify electronic identification schemes to the Commission on a voluntary basis (recital 13 of the Regulation). Notification on a voluntary basis is subjected to a significant number of conditions that contribute to achieving the main purpose of the Regulation, namely the strengthening of trust through a high level of security.

2. Conditions. (a) Issuance of electronic identification means (art. 7 (a)). Three categories of actors can carry out the issuance of the electronic identification means: the Member State itself, an operator appointed by the Member State, or an independent operator, provided that the electronic identification means are recognized by the Member State. A distinction must be made between 'notification', which is always performed by the notifying Member State, and 'issuance' of electronic identification means, which can be carried out by a private entity. This would be particularly relevant if the notifying Member State establishes that a private entity is already using electronic identification means which is eligible as regards the notified scheme. This participation of the private sector is mentioned in recital 13 of the Regulation, according to which '[Member States] shall also be able to decide whether to involve the private sector in the provision of these means'. (b) Utilization of the electronic identification means for access to at least one online public service. The regulation requires that it should be possible to use the electronic identification means provided under the electronic identification scheme in order to access an online service offered by a public sector body and which necessitates electronic identification in the notifying Member State. The underlying idea is that the reliability of an electronic identification means can be presumed when the notifying Member State uses these means to provide access to its own public services at national level. This requirement contributes to generating other Member States' trust in the electronic identification means. (c) Fulfillment of the requirements of at least one of the assurance levels set out in the Regulation. Only electronic identification schemes that correspond to the assurance levels 'low', 'substantial' or 'high' are eligible for notification. It must be emphasized that, while electronic identification means that correspond to the assurance levels 'substantial' or 'high' must be recognized by other Member States, electronic identification means which show 'low' assurance level do not fall under the obligation of mutual recognition. Those will be recognized only if Member States decide to do so (see art. 6 (2)); (d) Personal Identification data. As regards personal identification data, the Regulation requires two things. First, the personal identification data must uniquely represent the person in question. In other words, an electronic identification means must correspond to only one person. The reverse is not true, as a person can have multiple electronic identification means. In such a case however, all the electronic identification means must link to the same person. This requirement aims at guaranteeing that a person using electronic identification means to prove his or her identity is indeed who he or she claims to be. Second, these data must be attributed to the person in accordance with the technical specifications, standards and procedures for the relevant assurance level, at the time the electronic identification means under the notified scheme is issued. This second - technical - aspect is specified in the Commission implementing Regulation (EU) 2015/1502 of 8 September 2015. (e) Compliance with technical specifications, standards and procedures for the relevant assurance level when issuing the electronic identification means. The entity that issues the electronic identification means to the targeted person must comply with technical specifications, standards and procedures for the relevant assurance level. This obligation is further specified in the aforementioned Commission implementing Regulation (EU) 2015/1502. This instrument aims at ensuring reliability and quality of the mechanisms involved in every aspect of electronic identification. (f) Availability of online authentication. As a counterpart to the recognition of a notified identification scheme, the notifying Member State must provide for means of online authentication (art. 7 (b).
Article 8

1. An electronic identification scheme notified pursuant to Article 9(1) shall specify assurance levels low, substantial and/or high for electronic identification means issued under that scheme.

2. The assurance levels low, substantial and high shall meet respectively the following criteria:

(a) assurance level low shall refer to an electronic identification means in the context of an electronic identification scheme, which provides a limited degree of confidence in the claimed or asserted identity of a person, and is characterised with reference to technical specifications, standards and procedures related thereto, including technical controls, the purpose of which is to decrease substantially the risk of misuse or alteration of the identity;

(b) assurance level substantial shall refer to an electronic identification means in the context of an electronic identification scheme, which provides a substantial degree of confidence in the claimed or asserted identity of a person, and is characterised with reference to technical specifications, standards and procedures related thereto, including technical controls, the purpose of which is to decrease substantially the risk of misuse or alteration of the identity;

(c) assurance level high shall refer to an electronic identification means in the context of an electronic identification scheme, which provides a higher degree of confidence in the claimed or asserted identity of a person than electronic identification means with the assurance level substantial, and is characterised with reference to technical specifications, standards and procedures related thereto, including technical controls, the purpose of which is to prevent misuse or alteration of the identity.

3. By 18 September 2015, taking into account relevant international standards and subject to paragraph 2, the Commission shall, by means of implementing acts, set out minimum technical specifications, standards and procedures with reference to which assurance levels low, substantial and high are specified for electronic identification means for the purposes of paragraphs 1.

Those minimum technical specifications, standards and procedures shall be set out by reference to the reliability and quality of the following elements:

(a) the procedure to prove and verify the identity of natural or legal persons applying for the issuance of electronic identification means;

(b) the procedure for the issuance of the requested electronic identification means;

(c) the authentication mechanism, through which the natural or legal person uses the electronic identification means to confirm its identity to a relying party;

(d) the entity issuing the electronic identification means;

(e) any other body involved in the application for the issuance of the electronic identification means.

Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).
Identification means – verification of the applying person's identity, issuance mechanism itself, issuing entity and involved body –, the authentication mechanism, and the technical and security specifications of the issued electronic identification means. Those implementing acts must be adopted in accordance with the comitology procedure. As the Commission completed its task, those minimum technical specifications, standards and procedures can be found in the Commission implementing Regulation (EU) 2015/1527 of 8 September 2015.

[Notification]

Article 9

1. The notifying Member State shall notify to the Commission the following information and, without undue delay, any subsequent changes thereto:

(a) a description of the electronic identification scheme, including its assurance levels and the issuers or issuers of electronic identification means under the scheme;

(b) the applicable supervisory regime and information on the liability regime with respect to the following:

(i) the party issuing the electronic identification means; and

(ii) the party operating the authentication procedure;

(c) the authority or authorities responsible for the electronic identification scheme;

(d) information on the entity or entities which manage the registration of the unique person identification data;

(e) a description of how the requirements set out in the implementing acts referred to in Article 12(3) are met;

(f) a description of the authentication referred to in point (1) of Article 7;

(g) arrangements for suspension or revocation of either the notified electronic identification scheme or authentication or the compromised parts concerned.

2. One year from the date of application of the implementing acts referred to in Articles 8(3) and 12(3), the Commission shall publish in the Official Journal of the European Union a list of the electronic identification schemes which were notified pursuant to paragraph 1 of this Article and the basic information therein.

3. If the Commission receives a notification after the expiry of the period referred to in paragraph 2, it shall publish in the Official Journal of the European Union the amendments to the list referred to in paragraph 2 within two months from the date of receipt of that notification.

4. A Member State may submit to the Commission a request to remove an electronic identification scheme notified by that Member State from the list referred to in paragraph 2. The Commission shall publish in the Official Journal of the European Union the corresponding amendments to the list within one month from the date of receipt of the Member State's request.

5. The Commission may, by means of implementing acts, define the circumstances, formats and procedures of notifications under paragraph 1. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).
1. General. Notification is always carried out by a Member State, as opposed to the issuance of electronic identification means, which can be taken care of by another entity (art. 7, (a)). Art. 9 requires the notifying Member State to provide a range of information about the electronic identification scheme, and changes that might occur. The provision establishes a framework for publication and amendments in the list of the notified electronic identification schemes.

2. Required information (para. 1). Art. 9 adds to the conditions stated in art. 7 by requiring the notifying Member State to provide a range of information about the electronic identification scheme that it intends to adopt. Any change that results in this information becoming obsolete must be communicated without undue delay. This aspect of the notified electronic identification scheme covers: a description of the electronic identification scheme, including its assurance liability regimes, authority or authorities responsible for the electronic identification scheme, entity or entities which manage the registration of the unique person identification data, a description of how the requirements on interoperability are met, case of security breach. The notifying Member State must also provide information in relation to the party issuing the electronic identification means and the party operating regards distribution of liabilities in the case of damage (art. 11).

3. Publication and amendments (paras 2–4). On 5 September 2015, the Commission adopted its Commission Implementing Regulation (EU) 2015/1502 – which sets out the minimum technical specifications, standards and procedures for the assurance levels – and its Commission Implementing Regulation (EU) 2015/1501, on the interoperability framework (see above, in the Commentary of art. 7). One year from the date of application of those instruments, a list of the notified electronic identification schemes was to be published by the Commission in the Official Journal of the EU (para. 2). After the expiry of this period, any new notification must be published in the Official Journal of the EU (para. 3). Finally, a notifying Member State may request the Commission to remove from the list, of an electronic identification scheme that is notified. In this request to proceed to the removal.

4. Circumstances, formats and procedures of notifications (para. 5). The Commission is entitled to adopt implementing acts in order to define the circumstances, in art. 8, paras 3 and 12, paras 7 and 8, this provision only consists in an opportunity for the Commission, which is therefore not compelled to take such measures. However,
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If the Commission decides to adopt these acts, they must be adopted by the co-legislative process. By 3 November 2015, the Commission adopted an implementing decision (EU) 2015/1501 defining the circumstances, formats and procedures of notification.

[Security breach]

Article 10

1. Where either the electronic identification scheme notified pursuant to Article 9(1) or the authentication referred to in point (f) of Article 7 is breached or partly compromised in a manner that affects the reliability of the cross-border authentication of that scheme, the notifying Member State shall, without delay, suspend or revoke that cross-border authentication or the compromised parts concerned, and shall inform other Member States and the Commission.

2. If the breach or compromise referred to in paragraph 1 is remedied, the notifying Member State shall re-establish the cross-border authentication and shall inform other Member States and the Commission without undue delay.

3. If the breach or compromise referred to in paragraph 1 is not remedied within three months of the suspension or revocation, the notifying Member States shall notify other Member States and the Commission of the withdrawal of the electronic identification scheme.

The Commission shall publish in the Official Journal of the European Union the corresponding amendments to the list referred to in Article 9(2) without undue delay.

1. General. In addition to mutual recognition, the successful notification by a Member State of an electronic identification scheme generates two other consequences. First, it generates a set of obligations that apply in the event of a security breach. The notion is not defined in the Regulation. An application of the concept can be found in the GDPR, under the notion of 'personal data breach', which defines a security breach as 'a breach of security leading to the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, personal data transmitted, stored or otherwise processed' (Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC, OJ L 119, 4 May 2016). The second additional consequence of the notification of an electronic identification scheme is the application of a liability framework which is discussed in the Commentary on art. 11.

2. Positive obligations for the notifying Member State in case of a security breach (para. 1). Should the notified electronic identification means or authentication be breached or compromised, two obligations arise. First, the notifying Member State suspends or revokes, without undue delay, the cross-border authentication of its compromised parts. Second, the notifying Member State informs other Member States and the Commission of the incident. The notifying Member State decides whether the...
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whose liability depends on the function they perform in the cross-border transaction giving rise to a damage event - whether notifying the electronic identification scheme, issuing the electronic identification means or operating the authentication procedure. It is noticeable that the Regulation establishes liability for damage caused 'intentionally or negligently'. The scope of liability will therefore be determined through the test of intent or negligence of the Member State or service provider. The seriousness of the violation is of no relevance, just as the concept of wilful misconduct.

2. Allocation of Liability. (a) Liability of the notifying Member State (para. 1). The notifying Member State is liable for damage caused by a failure to comply with its obligations under the Regulation (art. 7, (6) and (7)). This clause provides a damages compensation remedy should the Member State (intentionally or negligently) fail to ensure that the personal identification data uniquely represent a person, and that these data are attributed in compliance with the technical specifications, standards and procedures for the relevant personal identification data set out in the implementing act (namely the Commission implementing Regulation (EU) 2015/1522 of 8 September 2015). Liability of the Member States for intentional failure to comply is not unusual in EU regulation but there is no competence for the European Court to decide on or impose any damages award (see also para. 4). The notifying Member State must also ensure the availability of online authentication, its free access when cross-border authentication is carried out in relation to a public service, and refrain from imposing any technical requirement that would be disproportionate and likely to harm interoperability. If the notifying Member State fails to fulfill one of these obligations, then it will incur liability for any damage that arises from such failure. (b) Liability of the party issuing the electronic identification means (para. 2). Failure of the issuing party must make sure that the electronic identification means is delivered to the person to whom the relevant personal identification data are attributed can result in liability for damages accruing as a result of such failure. (c) Liability of the party operating the authentication procedure (para. 3). The party operating the authentication procedure must ensure the correct operation of the authentication. As for the wording on 'correct operation' of the authentication, the Regulation does not specify what is meant precisely. The wording does not clarify how the correctness of the management should be assessed either. Therefore, the cases in which the liability of the operating party would be involved remain quite obscure and, as a consequence, difficult to enforce. At most, it can be inferred from the explanatory memorandum, which mentions 'security good practices'. A trust service provider would therefore be liable when he is negligent and fails to comply with those security good practices, or if this non-compliance is intentional.

3. National rules on liability (para. 4). Art. 12 specifies that national rules on liability will be applicable as regards responsibilities deriving from paras 1–3. This means that the definition and assessment of damages, the rules on civil procedure and the rules related to determining the burden of evidence - e.g., both as regards the damage causing event and the evidence of the damages suffered - continue to be governed by national law (see recital 18).
4. Scope of the regime. (a) Cross-border transactions. The allocation of liability as provided by this provision only apply in the event of damage occurring in a cross-border context. If a national transaction gives rise to damage, the liability regime is left to the discretion of the Member States. (b) Liability regime limited to aspects of the transaction mentioned in art. 11 (para. 3). In addition to the scope of the regime, the rules laid down in art. 11 only cover the aspects of cross-border transactions that are listed in paras 1–3, namely notification of an electronic identification scheme by a Member State, issuance of the electronic identification means, and management of the authentication procedure. Otherwise – content or execution of the transaction – national law is applicable. (c) Fragmentation of responsibilities. It is likely that the lack of harmonization in this area will lead to a ‘liability puzzle’ and cause unwelcome difficulties when it comes to determining who is responsible in the case of damage. Moreover, it is likely that in some situations, the party issuing the electronic identification means will be different from the one operating the authentication procedure. Considering the complexity inherent to the field of electronic identification, it will often be tricky to identify the exact cause of a damage and, consequently, the responsible actor.

[Cooperation and interoperability]

Article 12

1. The national electronic identification schemes notified pursuant to Article 9(1) shall be interoperable.

2. For the purposes of paragraph 1, an interoperability framework shall be established.

3. The interoperability framework shall meet the following criteria:

(a) it aims to be technology neutral and does not discriminate between any specific national technical solutions for electronic identification within a Member State;

(b) it follows European and international standards, where possible;

(c) it facilitates the implementation of the principle of privacy by design; and

(d) it ensures that personal data is processed in accordance with Directive 95/46/EC.

4. The interoperability framework shall consist of:

(a) a reference to minimum technical requirements related to the assurance levels under Article 6;

(b) a mapping of national assurance levels of notified electronic identification schemes to the assurance levels under Article 6;

(c) a reference to minimum technical requirements for interoperability;

(d) a reference to a minimum set of person identification data uniquely representing a natural or legal person, which is available from electronic identification schemes;

(e) rules of procedure;

(f) arrangements for dispute resolution; and

(g) common operational security standards.

5. Member States shall cooperate with regard to the following:

(a) the interoperability of the electronic identification schemes notified pursuant to Article 9(1) and the electronic identification schemes which Member States intend to notify; and

(b) the security of the electronic identification schemes.

6. The cooperation between Member States shall consist of:

(a) the exchange of information, experience and good practice as regards electronic identification schemes and in particular technical requirements related to interoperability and assurance levels;

(b) the exchange of information, experience and good practice as regards working with assurance levels of electronic identification schemes under Article 6;

(c) peer review of electronic identification schemes falling under this Regulation; and

(d) examination of relevant developments in the electronic identification sector.

7. By 18 March 2015, the Commission shall, by means of implementing acts, establish the necessary procedural arrangements to facilitate the cooperation between the Member States referred to in paragraphs 5 and 6 with a view to fostering a high level of trust and security appropriate to the degree of risk.

8. By 18 September 2015, for the purpose of setting uniform conditions for the implementation of the requirement under paragraph 1, the Commission shall, subject to the criteria set out in paragraphs 5 and 6, and taking into account the results of the cooperation between Member States, adopt implementing acts on the interoperability framework as set out in paragraph 4.

9. The implementing acts referred to in paragraphs 7 and 8 of this Article shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Art. 12 is a central piece of this chapter. It is crystal clear that the imposition of obligations related to mutual recognition is vain if it is not accompanied by the technical circumstances making it possible for national systems to communicate.

2. Performance obligation (pars 1–4). The short wording of paras 1 and 2 of Art. 12 does not leave much room for doubt as to the nature of the content they introduce. Para. 1 reads as follows: 'The national electronic identification schemes notified pursuant to Art. 9(1) shall be interoperable'; while para. 2 states that in order to ensure the interoperability objective, an 'interoperability framework shall be established'. It is a real obligation of performance that is generated through this article, which applies to the Member States as well as to the Commission. (a) Criteria to be fulfilled by the interoperability framework. Para. 3 sets the criteria that must be met by the interoperability framework. The framework must aim at technology neutrality and must not favour nor disadvantage any specific national technical solution (Art. 12 (3) sub-para. (a)). This is one aspect of the technology neutrality principle that is outlined in recital 27 as one of the basic principles that governs the Regulation. The interoperability framework should also, when possible, apply international and European...
standards (art. 12 (3) sub-para. (b)). The last two criteria relate to privacy and data protection (art. 12 (3) sub-para. (c) and (d)). Thus, the interoperability framework should facilitate the implementation of the principle of privacy by design. This principle means that when building new systems, whether technical or legal, a focus should be put on privacy from the first steps of their development. Moreover, the interoperability framework must ensure conformity with Directive 95/46/EC as regards data processing activities. In this sense, recital 1 states that ‘authentication for an online service should concern processing of only those identification data that are adequate, relevant and not excessive to grant access to that service online’. The Directive 95/46/EC has been replaced since then by the General Data Protection Regulation of 27 April 2016.

(b) Content of the interoperability framework. Para. 4 provides for a list of elements that should be contained in the interoperability framework, which are: ‘a reference to minimum technical requirements related to the assurance levels under Article 8’, ‘a mapping of national assurance levels of notified electronic identification schemes to the assurance levels under Article 8’, ‘a reference to minimum technical requirements for interoperability’, ‘a reference to a minimum set of personal identification data uniquely representing a natural or legal person, which is available from electronic identification schemes’, ‘rules of procedure’, ‘arrangements for dispute resolution’ and ‘common operational security standards’.

3. Obligations applying to Member States (paras 5 and 6). Art. 12 (5) and (6) define the lines along which the Member States should cooperate in order to achieve interoperability. The cooperation obligation targets not only the interoperability of the notified electronic identification schemes (art. 12 (5) sub-para. (a)), but also the security of the electronic identification schemes (art. 12 (5) sub-para. (b)). For efficiency reasons, this also applies to electronic identification schemes that Member States intend to notify in the future. In this respect, art. 7 (g) provides that six months prior to notification, the notifying Member State should communicate to other Member States a description of the electronic identification scheme that it wants to notify. In practical terms, cooperation implies that Member States must exchange information, experience and good practice as regards every aspect of electronic identification schemes. Moreover, the required cooperation between Member States encompasses peer review of electronic identification schemes and examination of relevant developments in the electronic identification sector (art. 12 (5)). Such sharing of knowledge can contribute to enhancing the assurance levels and, consequently, improve the quality of the tools and procedures used by operators throughout the EU.

4. Obligations applying to the Commission (paras 7 and 8). As set out in art. 12 (8) the Commission has the obligation to adopt implementing acts in order to lay down uniform conditions which would constitute a basis for interoperability. Those uniform conditions will materialize in the interoperability framework. In doing so, the Commission must conform to the criteria set out in para. 3. meaning it should ensure technological neutrality and avoid discrimination between Member States, strive to follow international and European standards and be proactive of privacy and personal data. The Commission fulfilled its obligation by adopting the Commission Implementing Regulation (EU) 2015/1501 of 8 September 2015 on the interoperability framework.
2. Burden of proof. The requirements to comply with in order to provide qualified trust services are numerous. Compared to the requirements applicable to non-qualified trust service providers they are particularly stringent for the provider. The stringency of the rules is offset somewhat by the requirement that the relying party of a qualified trust service will benefit from a higher level of legal certainty, resulting from such service (compared to a non-qualified trust service, with lower level of legal certainty). This higher level of legal certainty is, among other benefits, resulting from the burden of proof, in the case of intentional or negligent failure. (a) Qualified trust service. With a qualified trust service, the burden of proof – and the corresponding risk of a lack of proof, with the potential loss of the lawsuit – rests on the qualified trust service provider. Its intention or negligence is indeed presumed, being agreed that it is allowed to demonstrate that the damage occurred without such intention or negligence. (b) Non-qualified trust service. In the case of a non-qualified trust service, the burden of proof lies on the natural or legal person claiming the damage. Should he/she/it fail to demonstrate that the damage was caused intentionally or negligently due to a failure to comply with the eIDAS Regulation, the claim will be judged unfounded and no indemnification will be granted. In the present matter, the technical aspects are very complex to deal with, which increases the burden and the risks for the claimant.

3. Possible limitations of liability. As was stated under 2, the trust service provider may contractually impose a limitation of liability. Such a clause is subject to a double duty of transparency. First, the customer of the trust service provider must be duly informed in advance of such limitation. Second, such limitations must be recognisable to third parties. Subject to both requirements, the limitation of liability is valid and the provider shall not be liable for damages arising from the use of services exceeding the indicated limitations. The trusted service provider could, for instance, impose a cap of EUR 10,000 or EUR 50,000 for any damage occurring in an electronic transaction where a trust service was used in failure of the Regulation’s duties. It is highly recommended to the providers to establish such limitation of liability, in line with their professional insurance.

[International aspects]

Article 14

1. Trust services provided by trust service providers established in a third country shall be recognised as legally equivalent to qualified trust services provided by qualified trust service providers established in the Union where an agreement concluded between the Union and the third country in question or an international organisation in accordance with Article 218 TFEU.
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2. Agreements referred to in paragraph 1 shall ensure, in particular, that:

(a) the requirements applicable to qualified trust service providers established in the Union and the qualified trust services they provide are met by the trust service providers in the third country or international organisations with which the agreement is concluded, and by the trust services they provide;

(b) the qualified trust services provided by qualified trust service providers established in the Union are recognised as legally equivalent to trust services provided by trust service providers in the third country or international organisation with which the agreement is concluded.

1. General. In accordance with art. 2 (1), the Regulation applies to trust service providers established in the Union. As a matter of principle, trust service providers established in a third country are not subject to the requirements of the Regulation. Conversely, their trust services shall not benefit from the recognition of legal effect embedded in the Regulation either. Nevertheless, in the event the trust services providers fulfill some of the specific requirements enacted by art. 14, then their trust services could be recognised as legally equivalent to qualified trust services provided by qualified trust service providers established in the Union. Art. 14 requires that the Union shall conclude an agreement with a third country or an international organization in accordance with art. 218 TFEU, stating such recognition of the trust service originating from third country. Art. 14 (2) adds two points that shall be governed by the agreement: (1) the trust service provider and its services meet the requirements of the Regulation applicable to the qualified trust service providers and their qualified services, and: (2) by virtue of mutual recognition principle, the qualified trust services provided by qualified trust service providers established in the Union are recognised as legally equivalent in the third country or in the international organisation.

[Accessibility for persons with disabilities]

Article 15

Where feasible, trust services provided and end-user products used in the provision of those services shall be made accessible for persons with disabilities.

in particular art. 9 of the Convention. It is only a duty of means for the provider (`where feasible'). Technical and economic considerations shall be taken into account, among other aspects, in the feasibility assessment.

[Penalties]

Article 16

Member States shall lay down the rules on penalties applicable to infringements of this Regulation. The penalties provided for shall be effective, proportionate and dissuasive.

1. General. In addition to the liability regime set forth in arts 11 and 13, this article imposes an obligation on the Member States to lay down effective, proportionate and dissuasive penalties in case of infringements to the rules of the Regulation. Such an obligation is pretty usual under EU Law (see for instance art. 20 of the E-Commerce Directive or art. 24 of the Consumer Rights Directive). Such penalties are necessary to ensure that the rules prescribed by the eIDAS Regulation will be respected by the actors that are subject to the regulatory requirements. Although his delegation to the Member States is not disputable per se, the main weakness lies in the potential differences between the national regulations, with a risk of competition between them. Some providers could indeed make the choice of their establishments in a Member State rather than in another one (forum shopping), in order to benefit from a less stringent legal framework (with regard to the penalties). Furthermore, it is important to state that such penalties will remain useless without the implementation of process and the allocation of sufficient resources allowing the competent authorities in the Member States to search for the infringements and to sue them. On this point, reference must also be made to the role and the competences of the supervisory body established in the Member States (see below the comment of art. 17 of the Regulation).

2. Example of penalties. There could be criminal, administrative or civil penalties applicable to providers that do not comply with the eIDAS Regulation or any other provision enacted in the Member States in order to complement the Regulation. Civil penalties aim at protecting private interests of the relying parties and any user of the trust services. Member States should appreciate whether the provision of specific civil penalties is appropriate. General rules applicable to Contracts or Torts could indeed be sufficient to achieve this goal. Criminal and/or administrative penalties shall be mobilized in order to protect the public interest. In this context, such penalties could for instance prohibit the activities of a trust service provider that does not comply with the applicable legal framework. Trust service providers alleging that they are qualified (although they are not) could also be condemned to pay a dissuasive fine.

SECTION 2
Supervision

[Supervisory body]

Article 17

1. Member States shall designate a supervisory body established in their territory or, upon mutual agreement with another Member State, a supervisory body established in that other Member State. That body shall be responsible for supervisory tasks in the-designating Member State. Supervisory bodies shall be given the necessary powers and adequate resources for the exercise of their tasks.

2. Member States shall notify to the Commission the names and the addresses of their respective designated supervisory bodies.

3. The role of the supervisory body shall be the following:

(a) to supervise qualified trust service providers established in the territory of the designating Member State to ensure, through ex ante and ex post supervisory activities, that those qualified trust service providers and the qualified trust services that they provide meet the requirements laid down in this Regulation;

(b) to take action if necessary, in relation to non-qualified trust service providers established in the territory of the designating Member State, through ex post supervisory activities, when informed that those non-qualified trust service providers or the trust services they provide allegedly do not meet the requirements laid down in this Regulation.

4. For the purposes of paragraph 3 and subject to the limitations provided therein, the tasks of the supervisory body shall include in particular:

(a) to cooperate with other supervisory bodies and provide them with assistance in accordance with Article 18;

(b) to analyse the conformity assessment reports referred to in Articles 20(1) and 21(1);

(c) to inform other supervisory bodies and the public about breaches of security or loss of integrity in accordance with Article 19(2);

(d) to report to the Commission about its main activities in accordance with paragraph 3 of this Article;

(e) to carry out audits or request a conformity assessment body to perform a conformity assessment of the qualified trust service providers in accordance with Article 20(2);

(f) to cooperate with the data protection authorities, in particular, by informing them without undue delay, about the results of audits of qualified trust service providers, where personal data protection rules appear to have been breached;

(g) to grant qualified status to trust service providers and to the services they provide and to withdraw this status in accordance with Articles 20 and 21;

(h) to inform the body responsible for the national trusted list referred to in Article 22(3) about its decisions to grant or to withdraw qualified status, unless that body is also the supervisory body;
(1) to verify the existence and correctness of applications for termination plans in cases where the qualified trust service provider classes its services as "remote," including how information is kept accessible in accordance with point (b) of Article 24(2);
(2) to require that trust service providers remedy any failure to comply with the requirements laid down in this Regulation.

5. Member States may require the supervisory body to establish, maintain and update a trust infrastructure in accordance with the conditions under national law.

6. By 31 March each year, each supervisory body shall submit to the Commission a report on its previous calendar year's main activities together with a summary of breach notifications received from trust service providers in accordance with Article 19(2).

7. The Commission shall make the annual report referred to in paragraph 6 available to Member States.

8. The Commission may, by means of implementing acts, define the format and procedures for the report referred to in paragraph 6. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(3).

1. General. The eIDAS Regulation lays down the rights and duties of the trust service providers, as well as the requirements applicable to them and to their services (being agreed that the legal framework is much more stringent for the qualified trust service providers): data protection, security requirements, competence of the supervisory body and, for qualified trust service providers, additional requirements, with prior authorisation and audit every twenty-four months, etc. Trust of the citizens, businesses and public authorities will not be ensured, if they have any doubts regarding the compliance with the requirements prescribed by the eIDAS Regulation, by the providers (and especially the qualified trust service providers). In order to achieve the goal of trust, the users service providers are subject to the supervision of a public body designated by the Member States. As stated in recital 36 of the Regulation, "Establishing a supervisory regime for all trust service providers should ensure a level playing field for the security and accountability of their operations and services, thus contributing to the protection of users and to the functioning of the internal market." Art. 17 determines their designation, as well as their role and tasks in the context of trust services.

2. Designation of the supervisory body. Art. 17 (1) of the eIDAS Regulation regulates the designation of the supervisory body. This competence lies with the Member States. Normally, they should designate a body established on their territory. However, smaller Member States could cooperate and designate, upon mutual agreement, a supervisory body established in another Member State. Art. 17 (1) expressly requires that they "shall be given the necessary powers and adequate resources for the exercise of their task." It must be stressed again that the main purpose of the eIDAS Regulation is to ensure a high level of trust among all the stakeholders. In this context, the role of the supervisory body is a key element to achieve this goal. Should the supervisory body be unable to perform its tasks of control and take the necessary actions, because of a lack of powers or resources, the system will collapse. Names and address of the supervisory bodies shall be communicated by the Member States to the Commission. In France, the supervisory body is the Agence Nationale de la Sécurité des Systèmes d’Information (ANSSI – https://www.ssi.gouv.fr/en/); in Belgium, it is the Federal Public Service Economy, S.M.E.s, Self-employed and Energy (www.economie.fgov.be), etc.

3. Role of the supervisory body. The role of the supervisory body will vary according to whether the trust service provider is qualified or non-qualified; should the trust service provider be qualified and established in the territory of the corresponding Member State, then the supervisory body shall be competent, in accordance with art. 17 (3) (a); "to ensure, through ex ante and ex post supervisory activities, that those qualified trust service providers and the qualified trust services that they provide meet the requirements laid down in this Regulation". Its role ex ante lies in the prior authorisation to be granted to the qualified trust service providers, before the initiation of their activities, in accordance with art. 21 of the eIDAS Regulation. Its ex post supervision is regulated by art. 20 of the Regulation. When the trust service provider is non-qualified, the supervision is "subject to a light touch" (see recital 36). This is pretty logical since the requirements applicable to such providers remain basic, with a correlative low level of legal certainty for the services. The common ground between the qualified and non-qualified trust service providers lies in the fact that they are subject to ex post supervision. This supervision is limited to events where there is a necessity to take action. The necessity to act is determined based on information that those (non-)qualified trust service providers or the trust services they provide allegedly violate the requirements laid down in the eIDAS Regulation (art. 17 (3) (b) of the eIDAS Regulation). The ex post supervision is further detailed in art. 19 of the eIDAS Regulation. There is no general obligation to supervise the non-qualified trust service providers. Information could be given by another supervisory body, any user or business partner, or the provider itself (see recital 36). Although there is no general duty to control the providers, the supervisory body is allowed to carry out its own investigations.

4. Tasks of the supervisory body. The main tasks of supervisory body are listed in art. 17 (4) of the eIDAS Regulation. Some of the tasks deal with the supervisory body’s duty to cooperate with other supervisory bodies in accordance with their obligation of mutual assistance, as further detailed in art. 18 of the Regulation (see letter c). Such cooperation is particularly important should any breaches of security or loss of integrity in accordance with Article 19 (2)’ (see letter a) or ‘to cooperate with the data protection authorities, in particular, by informing them without undue delay, about the results of audits of qualified trust service providers, where personal data rules appear to have been breached’ (see letter f). Other tasks are closely related to the supervision of the qualified trust service providers, ex ante and ex post: they deal with the duty to ‘grant qualified status to trust service providers and to the services they provide and to withdraw this status in accordance with Articles 20...
and 21’ (see letter g), ‘to inform the body responsible for the national trusted list referred to in art. 22 (3) about its decisions to grant or to withdraw qualified status, unless that body is also the supervisory body’ (see letter h), ‘to analyse the conformity assessment reports referred to in Articles 20(1) and 21(1)’ (see letter i) and ‘to carry out audits or request a conformity assessment body to perform a conformity assessment of the qualified trust service providers in accordance with Article 20 (2)’ (see letter j). Specific attention must be paid to one of the most important duties relying on the qualified trust service provider, related to the effect of the termination of its activities. The supervisory body must, in this context, ‘verify the existence and correct application of provisions on termination plans in cases where the qualified trust service provider ceases its activities, including how information is kept accessible in accordance with point (b) of Article 24 (3)’ (see letter k). The objective is to ‘ensure sustainability and durability of trust service providers and to boost confidence in the continuity of trust services’ (see recital 41 of the Regulation). Both qualified and non-qualified service providers can be subject to ex post control by the supervisory body and, in this context, one of the tasks of the supervisory body is to ‘require that trust service providers remedy any failure to fulfil the requirements laid down in this Regulation’ (letter l).

5. Report to the EU Commission. Supervisory bodies shall produce a report at the end of each calendar year, describing their main activities, together with a summary of breach notifications received from trust service providers in accordance with Article 19 (2); this report shall be submitted to the Commission by 31 March each year (see art. 17 (6) and art. 17 (5), letter d). Format and procedure for the report can be defined by the Commission (art. 17 (8)). These reports are further made available to the Member States by the Commission in accordance with art. 17 (7) of the Regulation.

6. Trust infrastructure. In accordance with art. 17 (5), Member States are entitled ‘to require the supervisory body to establish, maintain and update a trust infrastructure in accordance with the conditions under national law’.

[Mutual assistance]

Article 18

1. Supervisory bodies shall cooperate with a view to exchanging good practice. A supervisory body shall, upon receipt of a justified request from another supervisory body, provide that body with assistance so that the activities of supervisory bodies can be carried out in a consistent manner. Mutual assistance may cover, in particular, harmonization of supervisory measures such as requests to carry out inspections related to the conformity assessment reports as referred to in Articles 20 and 21’ (see art. 18 (1) of the Regulation). The supervisory body receiving such request shall normally answer positively, except if it can rely on one of the grounds referred to in art. 18 (2) of the Regulation: its incompetence to provide the requested assistance (a), the lack of proportionality of the requested assistance in terms of the tasks granted to the role and the tasks of the supervisory body pursuant to art. 17 of the Regulation (b) or the incompatibility of the requested assistance with the Regulation.

2. A supervisory body to which a request for assistance is addressed may refuse that request on any of the following grounds:

(a) the supervisory body is not competent to provide the requested assistance;

(b) the requested assistance is not proportionate to supervisory activities of the supervisory body carried out in accordance with article 17;

(c) providing the requested assistance would be incompatible with this Regulation.

8. Where appropriate, Member States may authorize their respective supervisory bodies to carry out joint investigations in which staff from other Member States’ supervisory bodies is involved. The arrangements and procedures for such joint actions shall be agreed upon and established by the Member States concerned in accordance with their national law.

1. General. As with most harmonization initiatives, the Regulation aims at ensuring the proper functioning of the internal market. Any EU citizen, business or public authority should be entitled to use the trust service offered by a provider (either qualified or not) established in another Member State and, therefore, controlled by the supervisory body of this Member State. In this context, the need for mutual assistance between the supervisory bodies is obvious. The object of this provision is to determine the duties of the bodies with regard to this mutual assistance, as well as the implementation of joint investigations between supervisory bodies.

2. Rights and duties of the bodies. The first purpose of the cooperation organized between the supervisory bodies is the exchange of good practices. It is important to ensure that, for instance when granting the qualified status, the practices are harmonized and as consistent as possible. Assistance could also be requested, with due justification, by a supervisory body, from a supervisory authority in another Member State. This could occur, for instance, in the case of ‘information requests and supervisory measures, such as requests to carry out inspections related to the conformity assessment reports as referred to in Articles 20 and 21’ (see art. 18 (1) of the Regulation). The supervisory body receiving such request shall normally answer positively, except if it can rely on one of the grounds referred to in art. 18 (2) of the Regulation: its incompetence to provide the requested assistance (a), the lack of proportionality of the requested assistance in terms of the tasks granted to the role and the tasks of the supervisory body pursuant to art. 17 of the Regulation (b) or the incompatibility of the requested assistance with the Regulation.

3. Joint investigation. In some cases, supervisory bodies of distinct Member States may consider it appropriate to carry out joint investigations or a trust service provider. This may be authorized by the Member States, which shall also agree upon and establish the arrangements and procedures for such actions, in accordance with art. 18 (3) of the Regulation.

[Security requirements applicable to trust service providers]

Article 19

1. Qualified and non-qualified trust service providers shall take appropriate technical and organisational measures to manage the risks posed to the security of the trust services they provide. Having regard to the latest technological developments, those measures shall ensure that the level of security is commensurate with the degree of risk. In particular, measures shall be taken to
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prevent and minimise the impact of security incidents and inform stakeholders of the adverse effects of any such incidents.

2. Qualified and non-qualified trust service providers shall, without undue delay but in any event within 24 hours after having become aware of it, notify the supervisory body and, where applicable, other relevant bodies, such as the competent national body for information security or the data protection authority, of any breach of security or loss of integrity that has a significant impact on the trust service provided or on the personal data maintained therein.

Where the breach of security or loss of integrity is likely to adversely affect a natural or legal person to whom the trusted service has been provided, the trust service provider shall also notify the natural or legal person of the breach of security or loss of integrity without undue delay.

Where appropriate, in particular if a breach of security or loss of integrity concerns two or more Member States, the notified supervisory body shall inform the supervisory bodies in other Member States concerned and ENISA.

The notified supervisory body shall inform the public or require the trust service provider to do so, where it determines that disclosure of the breach of security or loss of integrity is in the public interest.

3. The supervisory body shall provide ENISA once a year with a summary of notifications of breach of security and loss of integrity received from trust service providers.

4. The Commission may, by means of implementing acts:

(a) further specify the measures referred to in paragraph 1; and
(b) define the formats and procedures, including deadlines, applicable for the purpose of paragraph 2.

These implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Art. 19 of the eIDAS Regulation lays down the main security requirements applicable to the trust service providers. It must be stressed that it is applicable to both qualified and non-qualified trust service providers. It is therefore a key provision of the Regulation. This is the only provision prescribing obligations to the non-qualified trust service providers. Depending on the trust service the qualified trust service providers must comply with additional requirements, as described in art. 24, and with other provisions in the Regulation. The requirements deal with the technical and organisational measures to be taken by the providers and their notification duties, should a breach of security or a loss of integrity occurs. According to para. (4), implementing acts shall be adopted by the Commission in the context of this provision. At the time of writing, no security measures regulation had been enacted.

2. Technical and organisational measures. Appropriate technical and organisational measures must be taken by the trust service providers, pursuant to art. 19 (1) of the Regulation. It is an open norm and, to determine precisely the measures to be implemented, reference must be made to the latest technological developments and to the degree of risk. Such measures must indeed prevent and minimise the impact of security incidents.
this Regulation. The qualified trust service providers shall submit the resulting conformity assessment report to the supervisory body within the period of three working days after receiving it.

2. Without prejudice to paragraph 1, the supervisory body may at any time audit or request a conformity assessment body to perform a conformity assessment of the qualified trust service providers, at the expenses of those trust service providers, to confirm that they and the qualified trust services provided by them fulfil the requirements laid down in this Regulation. Where personal data protection rules appear to have been breached, the supervisory body shall inform the data protection authorities of the results of its audits.

3. Where the supervisory body requires the qualified trust service provider to remedy any failure to fulfil requirements under this Regulation and where that provider does not act accordingly, and if applicable within a time limit set by the supervisory body, the supervisory body, taking into account, in particular, the extent, duration and consequences of that failure, may withdraw the qualified status of the provider or of the affected service it provides and inform the body referred to in Article 22(3) for the purposes of updates; the trusted lists referred to in Article 22(1). The supervisory body shall inform the qualified trust service provider of the withdrawal of its qualified status or of the qualified status of the service concerned.

4. The Commission may, by means of implementing acts, establish reference number of the following standards:

(a) accreditation of the conformity assessment bodies and for the conformity assessment report referred to in paragraph 1;

(b) auditing rules under which conformity assessment bodies will carry out their conformity assessment of the qualified trust service providers as referred to in paragraph 1.

Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Art. 20 of the Regulation is applicable to the supervision of qualified trust service providers, in the course of their activities. Again, implementing acts may be adopted by the Commission in the context of this provision (pursuant to art. 20 (4) of the Regulation) but at the time of writing, this had not occurred yet.

2. Audit every twenty-four months. Before the initiation of a qualified trust service, any provider shall be subject to an audit made by a 'conformity assessment body', that shall issue a 'conformity assessment report', submitted to the supervisory body (see art. 21 of the Regulation). The 'conformity assessment body' is defined by art. 2 (16) as "a body defined in point 13 of art. 2 of Regulation (EC) No 765/2008, which is accredited in accordance with that Regulation as competent to carry out conformity assessment of a qualified trust service provider and the qualified trust services it provides". It is essential that, 'when addressing the conformity assessment of products and services, the Commission should, where appropriate, seek synergies with existing relevant European and international schemes' (recital 44). Regularly, i.e. every twenty-four months at least, a new audit shall be performed by a conformity assessment body, pursuant to art. 20 (1) of the Regulation, at the expense of the qualified trust service provider. Its purpose is 'to confirm that that the qualified trust service providers and the qualified trust services provided by them fulfil the requirements laid down in this Regulation'. The report is then submitted to the supervisory body (within three working days after reception by the provider).

3. Audit at the request of (or by) the supervisory body. Within the twenty-four months period, the supervisory body is entitled to request the audit of qualified trust service provider, at its own cost, by a conformity assessment body (art. 20 (2) of the Regulation). Any user or competent public authority (the data protection authority, for instance) may notify the supervisory body of practices that are (potentially) non-compliant with the applicable framework. Following notification, the supervisory body should take measures without undue delay, in order to confirm the failure and ask for remedies accordingly. Such ad hoc conformity assessment report can however not be requested abusively. Rectal 43 of the Regulation prescribes in this context that, whenever the supervisory body requires a qualified trust service provider to submit an ad hoc conformity assessment report, the supervisory body should respect, in particular, the principles of good administration, including the obligation to give reasons for its decisions, as well as the principle of proportionality. Therefore, the supervisory body should duly justify its decision to request an ad hoc conformity assessment'.

Cooperation with the competent data protection authority is also regulated: results of the audit must be communicated to it, when personal data protection rules appear to have been breached.

4. Penalties in case of failure to fulfil the requirements of the Regulation. As stated above, art. 16 of the Regulation states that Member States shall lay down effective, proportionate and dissuasive penalties, in case of infringements to the Regulation. A specific penalty - probably the most dissuasive - is also included in art. 20 (3) of the Regulation. The supervisory body is indeed entitled to withdraw the qualified status of a provider or of the affected service it provides. This could be the case where the supervisory body requires the qualified trust service provider to remedy any failure to fulfil requirements under this Regulation and where that provider does not act accordingly, and if applicable within a time limit set by the supervisory body. The decision of the supervisory body must be taken with regard to various criteria and, in particular, 'the extent, duration and consequence of that failure'. In case of withdrawal of the authorisation, information shall be given to the trust service provider and the body responsible for establishing, maintaining and publishing national trusted lists (see art. 22 (3) of the Regulation), so that such lists can be updated.

[Initiation of a qualified trust service]

Article 21

1. Where trust service providers, without qualified status, intend to start providing qualified trust services, they shall submit to the supervisory body a notification of their intention together with a conformity assessment report issued by a conformity assessment body.
2. The supervisory body shall verify whether the trust service provider and the trust services provided by it comply with the requirements laid down in this Regulation, and in particular, with the requirements for qualified trust service providers and for the qualified trust services they provide.

If the supervisory body concludes that the trust service provider and the trust services provided by it comply with the requirements referred to in the first subparagraph, the supervisory body shall grant qualified status to the trust service provider and the trust services it provides and inform the body referred to in Article 22(3) for the purposes of updating the trusted lists referred to in Article 22(1), not later than three months after notification in accordance with paragraph 1 of this Article.

If the verification is not concluded within three months of notification, the supervisory body shall inform the trust service provider specifying the reasons for the delay and the period within which the verification is to be concluded.

3. Qualified trust service providers may begin to provide the qualified services after the qualified status has been indicated in the trusted lists referred to in Article 22(1).

4. The Commission may, by means of implementing acts, define the formats and procedures for the purpose of paragraphs 1 and 2. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 46(2).

1. General. Art. 3 (1) of the Directive 1999/93/EC on electronic signatures, into force until 1 July 2016, stated that 'Member States shall not make the provision of certification services subject to prior authorisation'. A different process is implemented by the eIDAS Regulation: prior authorisation shall be granted by the competent supervisory body so that a provider can be considered as trust service provider and further provides trust services. This initiation process is described by art. 21 of the Regulation. Implementing acts may be adopted by the Commission in the context of this provision (see art. 21 (4) of the regulation), but, at the time of writing, it has not occurred yet. It must also not be pointed out that, following recital 45, 'preliminary interactions between prospective qualified trust service provider and the competent supervisory body should be encouraged with a view to facilitating the due diligence leading to the provisioning of qualified trust services'.

2. Prior authorisation (paras 1–4). No qualified trust service shall be provided before the qualified status is indicated in the trusted list referred to in art. 22 (1) of the Regulation (art. 21 (3) of the Regulation). This indication can only be made when the supervisory decided to grant the qualified status to the provider and its services, in accordance with art. 21 (3) of the Regulation. The supervisory body shall decide taking into account the conformity assessment report issued by the conformity assessment body. Normally, the supervisory body will follow the conclusion of the report issued by the conformity assessment body, that took the time (and the responsibility) to assess carefully the applicable requirements of the eIDAS Regulation, in line the technical standards, while auditing the future provider. This report must be submitted to the
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competent supervisory body, together with the notification of the trust service provider's intention to start qualified trust services (art. 21 (4) of the Regulation). The purpose of the prior assessment made by the supervisory body is to verify whether the trust services to be provided are compliant with the provisions of the Regulation. If so, the trust service provider and its relevant trust services shall be granted qualified status and information in this sense shall be given to the competent body referred to in art. 22 (3) of the Regulation, so that it is mentioned on the trusted list. From the notification, until the communication to the above-mentioned body for the update of the trusted list, no more than three months should normally occur. There is however no penalty, should this deadline not be respected. The supervisory is solely committed to inform the trust service provider on the reasons of the delay and the period within which the verification has to be concluded.

[Trusted lists]

Article 22

1. Each Member State shall establish, maintain and publish trusted lists, including information related to the qualified trust service providers for which it is responsible, together with information related to the qualified trust services provided by them.

2. Member States shall establish, maintain and publish, in a secured manner, the electronically signed or sealed trusted lists referred to in paragraph 1 in a form suitable for automated processing.

3. Member States shall notify to the Commission, without undue delay, information on the body responsible for establishing, maintaining and publishing national trusted lists, and details of where such lists are published, the certificates used to sign or seal the trusted lists and any changes therein.

4. The Commission shall make available to the public, through a secure channel, the information referred to in paragraph 3 in electronically signed or sealed form suitable for automated processing.

5. By 18 September 2015 the Commission shall, by means of implementing acts, specify the information referred to in paragraph 1 and define the technical specifications and formats for trusted lists applicable for the purposes of paragraphs 1 to 4. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 46(2).

1. General. Trust will never occur without transparency and the publicity of key information (see recital 46). Citizen, business and public authorities must indeed be entitled to know easily, and with a high level of reliability, which trust service providers are qualified, as well as the trust services they provided. Information must also be made available in a formal suitable for automated processing. For this reason, art. 22 of the Regulation prescribes the establishment of trusted lists, both at the national and at the EU level. Pursuant to art. 22 (5) of the Regulation, an implementing act must be adopted by the Commission in the context of this provision, by 18 September 2015. This is the Commission implementing Decision (EU) 2015/1505 of 8 September 2015 laying down technical specifications and formats relating to trusted lists pursuant

2. Publication at the national level and at the EU level. Trusted lists shall first be established, maintained and published at the national level, by the Member States (more precisely a specific body appointed by them, usually the supervisory body), with regard to the trust service providers for which they are responsible (art. 22 (1) of the Regulation). Information must be given on the qualified trust service provider and on the qualified trust services provided by them. Such trusted lists must be electronically signed or sealed and made available in a form suitable for electronic processing (art. 22 (2) of the Regulation). Relevant information on the competent body in the Member State and on the trusted lists must be communicated to the Commission (art. 22 (3) of the Regulation). The Commission will further make available to the public through a secure channel, the information referred to in para. 3 in electronically signed or sealed form suitable for automated processing (art. 22 (9) of the Regulation). Such information is available on https://webgate.ec.europa.eu/tl-browser/#/.

EU trust mark for qualified trust services

Article 23

1. After the qualified status referred to in the second subparagraph of Article 21 (2) has been indicated in the trusted list referred to in Article 22 (1), qualified trust service providers may use the EU trust mark to indicate in a simple, recognisable and clear manner the qualified trust services they provide.

2. When using the EU trust mark for the qualified trust services refers to in paragraph 1, qualified trust service providers shall ensure that a link to the relevant trusted list is made available on their website.

3. By 1 July 2015 the Commission shall, by means of implementing acts, provide for specifications with regard to the form, and in particular the presentation, composition, size and design of the EU trust mark for qualified trust services. These implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48 (2).

1. General. Citizen, business and public authorities must easily know which trust service providers and which services are qualified or not. Trust service providers, who have gone through a long, complex and expensive process in order to get the status of qualified trust service provider, must be entitled to publish their status and communicate this to their customers and prospects, for business purposes. In this respect, a trust mark was created at the EU level. (See Commission Implementing Regulation (EU) 2015/806 of 22 May 2015 laying down specifications relating to the form of the EU trust mark for qualified trust services, OJ L 138 of 23 May 2015, pp. 13–15). As soon as the qualified status is indicated in the trusted list established at the national level, such EU trust mark can be used by the providers, provided that a link to the relevant trust list is made available on their website.

Requirements for qualified trust service providers

Article 24

1. When issuing a qualified certificate for a trust service, a qualified trust service provider shall verify, by appropriate means and in accordance with national law, the identity and, if applicable, any specific attributes of the natural or legal person to whom the qualified certificate is issued.

The information referred to in the first subparagraph shall be verified by the qualified trust service provider either directly or by relying on a third party in accordance with national law:

(a) by the physical presence of the natural person or of an authorised representative of the legal person; or

(b) remotely, using electronic identification means, for which prior to the issuance of the qualified certificate, a physical presence of the natural person or of an authorised representative of the legal person was ensured and which meets the requirements set out in Article 8 with regard to the assurance levels 'substantial' or 'high'; or

(c) by means of a certificate of qualified electronic signature or of a qualified electronic seal issued in compliance with point (a) or (b); or

(d) by using other identification methods recognised at national level which provide equivalent assurance in terms of reliability to physical presence. The equivalent assurance shall be confirmed by a conformity assessment body.

2. A qualified trust service provider providing qualified trust services shall:

(a) inform the supervisory body of any change in the provision of its qualified trust services and an intention to cease those activities;

(b) employ staff and, if applicable, subcontractors who possess the necessary expertise, reliability, experience, and qualifications and who have received appropriate training regarding security and personal data protection rules and shall apply administrative and management procedures which correspond to European or international standards;

(c) with regard to the risk of liability for damages in accordance with Article 13, maintain sufficient financial resources and/or obtain appropriate liability insurance, in accordance with national law;
(d) before entering into a contractual relationship, inform, in a clear and comprehensive manner, any person seeking to use a qualified trust service of the precise terms and conditions regarding the use of that service, including any limitations on its use;
(e) use trustworthy systems and products that are protected against modification and ensure the technical security and reliability of the processes supported by them;
(f) use trustworthy systems to store data provided to it, in a verifiable form so that:
(i) they are publicly available for retrieval only where the consent of the holder of the data relates has been obtained,
(ii) only authorised persons may make entries and changes to the stored data,
(iii) the data can be checked for authenticity;
(g) take appropriate measures against forgery and theft of data;
(h) record and keep accessible for an appropriate period of time, including after the activities of the qualified trust service provider have ceased, all relevant information concerning data issued and received by the qualified trust service provider, in particular, for the purpose of providing evidence in legal proceedings and for the purpose of ensuring continuity of the service. Such recording may be done electronically;
(i) have an up-to-date termination plan to ensure continuity of service in accordance with provisions verified by the supervisory body under point (g) of Article 17(4);
(j) ensure lawful processing of personal data in accordance with Directive 95/46/EC.
(k) in case of qualified trust service providers issuing qualified certificates, establish and keep updated a certificate database.

3. If a qualified trust service provider issuing qualified certificates decides to revoke a certificate, it shall register such revocation in its certificate database and publish the revocation status of the certificate in a timely manner, and in any event within 24 hours after the receipt of the request. The revocation shall become effective immediately upon its publication.

4. With regard to paragraph 3, qualified trust service providers issuing qualified certificates shall provide to any relying party information on the validity or revocation status of qualified certificates issued by them. This information shall be made available at least on a per certificate basis at any time and beyond the validity period of the certificate in an automated manner that is reliable, free of charge and efficient.

5. The Commission may, by means of implementing acts, establish reference numbers of standards for trustworthy systems and products, which comply with the requirements under points (d) and (f) of paragraph 2 of this Article. Compliance with the requirements laid down in this Article shall be presumed where trustworthy systems and products meet these standards. These implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Qualified trust services – and their providers – are subject to more stringent rules than the non-qualified trust services – and the non-qualified trust service providers. Art. 26 of the eIDAS Regulation lays down some of the rules that only apply to the qualified trust service providers. They deal with the identification of the person to whom a qualified certificate is issued, the main requirements applicable to the providers, related to their legal, technical and financial capacity, as well as with the revocation of the certificates. Implementing acts may be adopted by the Commission in the context of this provision (pursuant to art. 24 (5) of the Regulation). At the time of writing, this had not occurred yet.

2. Identification of the natural or legal person to whom the qualified certificate is issued. A certificate for an electronic signature or electronic seal is an electronic attestation that at least confirms the name (or the pseudonym, should it be a natural person) of that person (see art. 3 (14) and 29 (2) for the definitions of certificate for electronic signature and for electronic seal). With regard to the legal effects granted to the qualified trust services, the identification of the person to whom the certificate is issued by the trust service providers must be carried out with a high level of certainty. For that purpose, art. 24 (1) of the Regulation requires the qualified trust service provider to verify, by itself or with the help of a third party, the identity and, if applicable, any specific attributes of the person – either natural or legal – to whom the qualified certificate is issued (and before such issuance). Four means of verification are mentioned in art. 24 (1), being agreed that verification must be performed in accordance with the applicable national laws. The first means is the physical presence of the natural person or of an authorised representative of the legal person. (a). Physical presence is the most traditional method of identification: the correlation of the picture of the identity card or the passport with the physical person present before the trust service provider will normally grant a high level of certainty regarding the identity of such natural person. Such means of identification cannot be implemented remotely or by electronic means. The second (b) and third (c) means of identification aim at addressing such issue. The starting point is that the verification of the identity of the person will also occur by physical presence, since it is the pre-requisite of both means. However, verification can occur ‘remotely, using electronic identification means, for which prior to the issuance of the qualified certificate, a physical presence of the natural person or of an authorised representative of the legal person was assessed and which meets the requirements set out in art. 24 with regard to the assurance levels “substantial” or “high”. A relationship is established between Chapter II of the Regulation, on ‘Electronic Identification’ (see above for detailed comments of the relevant provisions), and Chapter III, on ‘Trust Services’. The other means, mentioned under (d), is pretty obvious: it refers to the qualified electronic signature or the qualified electronic seal, issued in compliance with the provision of the Regulation and, especially, the requirements of art. 24 (1); (a) or (b). The last means (d) remains undetermined at this stage: it refers to ‘other identification methods recognized at national level which provide equivalent assurance in terms of reliability to physical presence. The equivalent assurance shall be confirmed by a conformity assessment body’. With such methods, the physical presence of the person is not required. This
other means shall however provide equivalent assurance in terms of reliability. Other identification methods could be functionally equivalent to the verification by physical presence. Such equivalence must be confirmed by a formally assessment body, that will be accountable for such statement.

3. Technical, legal, organisational and financial capacity of the qualified trust service provider. Art. 24 (2) lays down eleven main requirements to be met by the qualified trust service provider with regard to its technical, legal organisational and financial capacity and skills. From a technical point of view, the requirements aim at ensuring the trustworthiness of the systems and products, in order to guarantee their integrity (see under (e) - trustworthy systems and products protected against modification), confidentiality (see under (f) - requirements for retrieval of data, changes to stored data, authenticity of data - and (g) - measures against forgery and theft of data) and sustainability of the data (see under (h) - data recorded for an appropriate period of time - and (i) - up-to-date termination plan to ensure continuity of service), especially in case of termination of the activities of the provider. Special requirements apply to the information to be provided to the company or person seeking to use the qualified trust service. The trust service provider must provide information about the services and the processing of personal data, prior to entering into the contract with the customer. From a legal perspective, this triggers the requirements in contract law of acceptance, by the customer, of Terms and Conditions (see under c), whether it concerns the contract or a privacy policy (see under f). Financial requirements are indicated under (c), stating that with regard to the risk of liability for damages in accordance with art. 13, the provider shall maintain sufficient financial resources and/or appropriate liability insurance, in accordance with national law. From an organisational point of view, the provider shall employ staff and/or the subcontractor with necessary expertise, reliability, experience and qualifications (see under b). Attention must be paid to the requirement under (a) - information due to the supervisory body, in case of modification to the provision of qualified trust services or intention to cease the activities - and under (k) establishment of an up-to-date data base for the qualified certificates, if applicable.

4. Revocation of the certificates. As already mentioned, certificates play a key role in the context of trust services. For various reasons – death of the natural person, termination of the legal person, lack of confidentiality, theft of data, etc. – a certificate can be revoked by the trust service provider. With regard to qualified trust service providers, art. 24 (3) of the eIDAS Regulation prescribes in case of revocation in any case within twenty-four hours after the receipt of the request. In addition, information about the validity or revocation of the certificates shall be provided to any relying party, free of charge and in an automated manner (see art. 24 (4) of the Regulation).

CHAPTER 3
TRUST SERVICES

SECTION 4
Electronic signatures

[Legal effects of electronic signatures]

Article 25

1. An electronic signature shall not be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it is in an electronic form or that it does not meet the requirements for qualified electronic signature.

2. A qualified electronic signature shall have the equivalent legal effect of a handwritten signature.

3. A qualified electronic signature based on a qualified certificate issued in one Member State shall be recognised as a qualified electronic signature in all other Member States.

1. General. Art. 25 reformulates, in clearer wording, some of the principles that were already established in Directive 1999/93/EC. The eIDAS Regulation remains silent on what should be understood from the act of signing, as well as the functions that have to be fulfilled by an electronic signature. It is consequently something to be determined at national level. For instance, in French civil law, the handwritten signature identifies its user and shows its adherence to the signed act (see art. 1367 of the French Civil Code). As for an electronic signature, it is supposed to guarantee the link between the act and the signature, as well as its identity – this matches the functions recognized to the handwritten signature –, and the integrity of the document – which is much more disputable since the integrity is not a function of the handwritten signature.

2. Legal effects applicable to both qualified and non-qualified electronic signatures.

(a) The principle of non-discrimination. The basis legal effect that applies to every electronic signature – and this also applies to other trust services (see below) – is the principle of non-discrimination. This principle implies that a signature cannot be denied any legal effect nor admissibility as evidence on the sole basis that it was made in electronic format or that it does not comply with the conditions of a qualified signature. Attention should be paid to the fact that non-discrimination principle does not mean that the electronic signature will be deemed equivalent to a handwritten signature. In order for an electronic signature to be considered equivalent to a physical one, a second step must be added to the reasoning. This second step consists in the demonstration that the electronic signature achieves each function fulfilled by the handwritten signature and/or enumerated by the legislator or identified by the judge or any other person that has to give an interpretation. (b) Double aspect. The non-discrimination principle applies at two levels. It applies to non-qualified services in comparison with qualified services. Through the application of the principle at this
level, the European legislator recognizes that there is a market for qualified services and one for non-qualified services. Qualified services imply heavier conditions to be met by the trust service provider. Consequently, this brings costs for the customer. Taking into account the cost aspect, it is sometimes sufficient to resort to a non-qualified service instead of a qualified one. Moreover, the principle applies to an electronic process and the same process in a paper-based environment. The application of the non-discrimination principle at this level aims at promoting the use of information and communication technologies – which is one of the main purposes of the eIDAS Regulation –, as it would be too easy for a judge to diminish the effectiveness of the Regulation by just ruling out a process on the sole basis that it is electronic.

3. Legal effects applicable to qualified electronic signatures. The added value of using a qualified electronic signature compared to a non-qualified signature lies in the legal effects that are attached to it. (a) Principle of legal equivalence. A qualified electronic signature benefits from a principle known as 'legal equivalence'. This principle entails that such an electronic signature will be considered equivalent to the handwritten signature as regards the legal effect they are recognized. This principle reduces the margin of appreciation by a court. Unless a court disagrees, the court will be required to regard the electronic process as an equivalent to the physical one. In the event of a dispute as to the validity of an electronic signature, the user of a qualified signature service will be exempted from the burden of evidence rules. The harmonization does not go further than establishing equivalent effects. The eIDAS Regulation leaves it to the national legislator to determine which specific functions and legal effects are attached to physical signatures and, consequently, which functions must be fulfilled by qualified electronic signatures. In arts 35 and 41 of the Regulation, it will be shown that a similar mechanism applies to qualified electronic seals and stamps. However, this application is not as far-reaching as the principle of equivalence.

(b) Mutual recognition clause. Besides the principle of legal equivalence, another consequence of the utilization of a qualified electronic signature is the application of the mutual recognition clause. If a qualified electronic signature is produced by a Member State, it is compulsory for the other Member States to recognize it and to derive all relevant legal effects from such a qualified trust service. This clause aims at facilitating the cross-border provision of services as well as enabling businesses to operate on a cross-border basis, as stated in recital 9. As for the non-qualified signature, although they do not benefit from the mutual recognition clause provided for in art. 25 (2), they still fall under art. 4 of the Regulation which establishes the principle of internal market.

[Requirements for advanced electronic signatures]

Article 26

An advanced electronic signature shall meet the following requirements:

- it is uniquely linked to the signatory;
- it is capable of identifying the signatory;
- it is created using electronic signature creation data that the signatory can, with a high level of confidence, use under his sole control; and
- it is linked to the data signed therewith in such a way that any subsequent change in the data is detectable.

1. General. As mentioned, the eIDAS Regulation provides for three types of electronic signatures. Apart from the case of electronic signatures in public services (see art. 27 and its Commentary), the Regulation does not distinguish between 'simple' and 'advanced' electronic signatures when it comes to the legal effects that are derived therefrom. In practice, however, it is likely that a court will be inclined to recognize the probative value of an advanced electronic signature, considering the higher reliability that is attached to the procedures used for those signatures, in comparison with a simple electronic signature. This article establishes a third category of electronic signature: the advanced electronic signature. Although it might be interpreted as introducing more complexity in a field that is already inherently complicated, the existence of this third category of electronic signature is justified in recital 90. This recital observes that different formats are already used by competent authorities in Member States, making it necessary 'to ensure that at least a number of advanced electronic signature formats can be technically supported by Member States when they receive documents signed electronically'.

2. Four requirements. Art. 25 provides for four requirements, which aim at guaranteeing the respect of the handwritten signature's functions, and ensuring a high level of security. The fourth condition also implies that the electronic signature must fulfill a function of integrity of the signed document, as any subsequent change in the signed data must be detectable (one could discuss that such function is also achieved by the handwritten signature). For the most part, the four requirements set out in art. 25 are identical to the ones that were provided for in the Directive 1999/93. There is, however, a change in the third condition. Art. 2 (3) sub-para. (c) of the Directive required that the advanced electronic signature should be 'created using means that the signatory can maintain under his sole control'. This wording meant that the user had to control the whole ecosystem in which the advanced electronic signature was created. Moreover, the user had to take security measures in order to make sure that the signature was maintained under his exclusive supervision. The Regulation replaced this requirement from the Directive with the following wording: 'it is created using electronic signature creation data that the signatory can, with a high level of confidence, use under his sole control'. Under this provision, the user only has to keep the use of the signature under his sole control, with a high level of confidence. The signatory is therefore allowed to resort to a trust service provider for the creation of his or her signature. As it is unrealistic to require that an electronic signature remains completely under the control of the user, this is a welcome change.
signature. It seems that this hybrid category might be the result of a compromise between the Member States, as some of them seek to online public services to subject to utilization of an advanced electronic signature based on a qualified certificate, but not necessarily created with a qualified electronic signature creation device. This is outlined in recital 50: 'Competent authorities in the Member States currently use different formats of advanced electronic signatures to sign their documents electronically', which makes it 'necessary to ensure that at least a number of advanced electronic signature formats can be technically supported by Member States when the documents are signed electronically.'

3. Measures to be adopted by the Commission (para 4 and 5). Para. 5 requires the Commission to adopt implementing acts in order to define formats which can be used as reference for advanced electronic signature, or reference methods where other formats are used. In this regard, the Commission adopted on 8 September 2015 the Implementing Decision (EU) 2015/1506 laying down specifications relating to formats of advanced electronic signatures and advanced seals to be recognised by public sector bodies pursuant to arts 27 (5) and 37 (5) of Regulation (EU) No. 910/2014 of the European Parliament and of the Council on electronic identification and trust services for electronic transactions in the Internal Market (EU) L 225, 9 September 2015. Para. 4 provides that the Commission can establish also reference numbers of standards for advanced electronic signatures, the conformity to which gives rise to a presumption of compliance with all requirements for advanced electronic signatures (art. 26) and for their recognition (art. 27 (3) and (4)). These requirements can be found in the Connecting Europe Facility (CEF) website: https://ec.europa.eu/cefdigital/wordpress/display/CEF/DIGITAL/esignature+standards.

[Qualified certificates for electronic signatures]

Article 28

1. Qualified certificates for electronic signatures shall meet the requirements laid down in Annex 1.

2. Qualified certificates for electronic signatures shall not be subject to any mandatory requirement exceeding the requirements laid down in Annex 1.

3. Qualified certificates for electronic signatures may include non-mandatory additional specific attributes. These attributes shall not affect the interoperability and recognition of advanced electronic signatures.

4. If a qualified certificate for electronic signatures has been revoked after initial activation, it shall lose its validity from the moment of its revocation, and its status shall not in any circumstances be reverted.

5. Subject to the following conditions, Member States may lay down national rules on temporary suspension of a qualified certificate for electronic signature:

(a) if a qualified certificate for electronic signature has been temporarily suspended that certificate shall lose its validity for the period of suspension;
(b) the period of suspension shall be clearly indicated in the certificate database and the suspension status shall be visible, during the period of suspension, from the service providing information on the status of the certificate.

6. The Commission may, by means of implementing acts, establish reference numbers of standards for qualified certificates for electronic signatures. Compliance with the requirements laid down in Annex I shall be presumed where a qualified certificate for electronic signature meets those standards. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Art. 28 specifies the rules governing qualified certificates for electronic signatures. Pursuant to art. 3 (12), a qualified electronic signature is an advanced electronic signature that is created by a qualified electronic signature creation device, and which is based on a qualified certificate for electronic signatures. Therefore, what distinguishes the qualified electronic signature from the advanced electronic signature is the observance of two additional mandatory requirements (which add up to the requirements provided for in para. 26 of the Regulation as regards advanced electronic signatures). First, the electronic signature must be created using a qualified electronic signature creation device (art. 30 of the Regulation). Second, the electronic signature must be based on a qualified certificate for electronic signatures. The Commission has the possibility to adopt implementing acts in order to set out reference numbers of standards for qualified certificates for electronic signature. Respect of these standards gives rise to a presumption of compliance with the requirements laid down in Annex I.

2. Exhaustive list of requirements. The conditions to be met by qualified certificates are listed in Annex I of the Regulation (para. 1). Annex I consists of a list of information that shall be contained in qualified certificates and which help guaranteeing the security of the signed data. This information covers various aspects of the qualified electronic signature including, but not limited to, an indication that the certificate has been issued as a qualified certificate for electronic signature, information about the qualified trust service provider, name or pseudonym of the signatory, and information about the certificate's validity period. The signatory is allowed to use a pseudonym, as was already the case in the Directive (art. 8, para. 3 of Directive 1999/93/EC). If the signatory uses this option, specific mention must be made thereof. The trust service provider must be able to communicate the identification data at the request of the authorities (recital 33 and art. 32, 5 of the Regulation). The list in Annex I is exhaustive. The Member States cannot set additional mandatory requirements (para. 2). This contributes to achieving interoperability and cross-border recognition of qualified certificates, which is necessary for cross-border recognition of qualified electronic signatures (recital 50). However, it remains possible to introduce additional specific attributes at national level, as long as those attributes are not mandatory and do not affect interoperability and cross-border recognition (para. 5).

3. Revocation and suspension (paras 4 and 5). A certificate can be revoked or suspended. The first hypothesis - a typical example being the decease of the signatory - is dealt with in para. 4. Para. 4 provides that, when a certificate has been revoked, it loses its validity from the moment of revocation. It is important to note that such an act is irreversible and a revoked certificate can never be reactivated. The qualified trust service provider who decides to revoke a certificate must register the operation and publish the revocation status of the certificate within twenty-four hours of the receipt of the request. As for suspension (para. 5), Member States benefit from a leeway, as they can lay down the national rules on temporary suspension of qualified certificates for electronic signatures. Their margin of maneuver is framed by two conditions. The first one holds in the effect of the suspension: suspension of the qualified certificate implies suspension of its validity during the period of suspension. The certificate shall regain its validity at the end of the suspension. The second condition consists of an information duty. The certificate database must indicate the suspension period and the suspension status must be visible for the duration of the suspension from the service providing information on the status of the certificate. As highlighted by recital 52, this is a matter of legal certainty.

[Requirements for qualified electronic signature creation devices]

Article 29

1. Qualified electronic signature creation devices shall meet the requirements laid down in Annex II.

2. The Commission may, by means of implementing acts, establish reference numbers of standards for qualified electronic signature creation devices. Compliance with the requirements laid down in Annex II shall be presumed where a qualified electronic signature creation device meets those standards. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Out of the three categories of electronic signatures, the qualified electronic signature demonstrates the highest degree of reliability from the technical point of view. This is the result of a number of requirements that must be met as regards every aspect of the qualified electronic signature - its creation, its validation and its preservation. Art. 29 refers to Annex II, which contains four requirements applying to qualified electronic signature creation devices. The first requirement calls for the use of appropriate technical and procedural means, in order to ensure, at least, confidentiality of the electronic signature creation data, uniqueness of the electronic signature creation data, protection against forgery and protection of the electronic signature creation data against the use by illegitimate persons. The second requirement relates to the signed data. These must not be altered by the qualified electronic signature creation devices, nor can they be visible to the signatory prior to signing. The third requirement provides that only a qualified service provider can generate or manage electronic signature creation data on behalf of the signatory. The fourth requirement regulates the duplication of the electronic signature creation data by the qualified service provider for back-up purposes. The Commission can also lay down reference
numbers of standards for qualified electronic signature creation devices which will constitute the basis for a presumption of compliance with the requirements of Annex II.

**[Certification of qualified electronic signature creation devices]**

**Article 30**

1. Conformity of qualified electronic signature creation devices with the requirements laid down in Annex II shall be certified by appropriate public or private bodies designated by Member States.

2. Member States shall notify to the Commission the names and addresses of the public or private body referred to in paragraph 1. The Commission shall make that information available to Member States.

3. The certification referred to in paragraph 1 shall be based on one of the following:
   
   (a) a security evaluation process carried out in accordance with one of the standards for the security assessment of information technology products included in the list established in accordance with the second subparagraph;
   
   (b) a process other than the process referred to in point (a), provided that it uses comparable security levels and provided that the public or private body referred to in paragraph 1 notices that process to the Commission. That process may be used only in the absence of standards referred to in point (a) or when a security evaluation process referred to in point (a) is ongoing.

   The Commission shall, by means of implementing acts, establish a list of standards for the security assessment of information technology products referred to in point (a). Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

4. The Commission shall be empowered to adopt delegated acts in accordance with Article 57 concerning the establishment of specific criteria to be met by the designated bodies referred to in paragraph 1 of this Article.

1. General. Art. 30 provides for a certification mechanism based on a control designed to assess the conformity of electronic signature creation devices to the requirements laid down in Annex II. The control process shall be carried out by private or public bodies, designated by the Member States (para. 1). In this regard, Member States are subject to an obligation of information that implies notification to the Commission of the names and addresses of the public or private body that is responsible for the control. The Commission then makes that information available to other Member States (para. 2).

2. Two options for certification (para. 3). The certification is either based on a security evaluation process corresponding to the standards set out by the Commission (para. 3, a)), or another process which uses comparable security levels (para. 3, b)). This alternative process must be notified to the Commission and can only be used as long as there are no standards established by the Commission, or when a security evaluation process is ongoing. The Commission did adopt the standards mentioned in point a) in the Decision (EU) 2016/659 of 25 April 2016 laying down standards for the security assessment of qualified signatures and seal creation devices pursuant to arts 33(1) and 39(2) of Regulation (EU) No 910/2014 of the European Parliament and of the Council on electronic identification and trust services for electronic transactions in the internal market.

**[Publication of a list of certified qualified electronic signature creation devices]**

**Article 31**

1. Member States shall notify to the Commission without undue delay and no later than one month after the certification is concluded, information on qualified electronic signature creation devices that have been certified by the bodies referred to in Article 30(1). They shall also notify to the Commission, without undue delay and no later than one month after the certification is cancelled, information on electronic signature creation devices that are no longer certified.

2. On the basis of the information received, the Commission shall establish, publish and maintain a list of certified qualified electronic signature creation devices.

3. The Commission may, by means of implementing acts, define formats and procedures applicable for the purpose of paragraph 1. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. Para. 1 provides that once a qualified electronic signature creation device has been certified, the Member State must, within one month after the certification is completed, notify information about this device to the Commission. In case of cancellation of a qualified electronic signature creation device, the Commission must also be informed by the Member State. This transfer of information shall allow the Commission to establish, publish and maintain a list of certified qualified electronic signature creation devices (para. 2). This will allow for a centralization of information about all the qualified electronic creation devices which have met every requirement set out in art. 30 (1). The Commission can regulate the way notifications are carried out by defining formats and procedures applicable thereto (para. 3).

**[Requirements for the validation of qualified electronic signatures]**

**Article 32**

1. The process for the validation of a qualified electronic signature shall confirm the validity of a qualified electronic signature provided that:
   
   (a) the certificate that supports the signature was, at the time of signing, a qualified certificate for electronic signature complying with Annex I;
   
   (b) the qualified certificate was issued by a qualified trust service provider and was valid at the time of signing;
1. General. Validation is the process through which the qualified electronic signature is verified and confirmed. When related to a qualified electronic signature, the validation process must comply with conditions listed in art. 32. Here again, in order to facilitate validation, the Commission may adopt implementing acts setting reference numbers of standards for the validation of qualified electronic signatures (para. 3). If the validation process corresponds to the standards, it generates a presumption according to which the validation was made in compliance with all the requirements related thereto.

2. Verification of the components of the qualified electronic signature (paras 1 and 2). Pursuant to recital 57, it is a matter of legal certainty 'to specify the components of a qualified electronic signature, which should be assessed by the relying party carrying out the validation.' In this sense, art. 32 (1) lists a series of elements related to the requirements of the qualified electronic signature that are to be checked by the party taking care of the validation process. Thus, the party proceeding to the validation must verify compliance of the certificate with Annex 1, the issuance by a qualified trust service provider and validity at the time of signing, the validation data, the data uniquely representing the signatory, the use of a qualified electronic signature creation device, the integrity of the signed data, and compliance with the conditions applying to the advanced signature at the time of signing. The relying party must also receive a clear indication if a pseudonym was used at the time of signing (para. 1, e)). Validation should be carried out through a system that will provide to the relying party the correct result of the validation process. Moreover, the system must be of such a nature that the relying party will be able to detect any issues as to the security attached to the qualified electronic signature (para. 2).
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1. General. This provision merely indicates that a qualified preservation service for qualified electronic signatures has to be delivered by a qualified trust service provider. Additionally, this provider must make use of tools that will be suitable in maintaining the trustworthiness of the qualified electronic signature beyond the technological validity period. Long-term preservation of information linked to electronic signature is of utmost importance in order to guarantee that electronic signatures will remain valid and continue to produce legal effects independently from technical evolution (recital 61). Para. 2 confers a prerogative to the Commission, which has the possibility to take implementing acts in order to establish reference numbers of standards for the qualified preservation service for qualified electronic signatures. These standards are at the basis of a presumption of fulfilment of the requirements laid down in para. 1 if they are complied with.

2. A missed opportunity? This provision seems to contain the premise of an electronic archiving regime. One may regret that the Regulation does not provide for a full-fledged electronic archiving regime, as it represented a real opportunity to build a set of rules regarding this issue at the European level.

SECTION 3
Electronic seals

[Legal effects of electronic seals]

Article 35

1. An electronic seal shall not be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it is in an electronic form or that it does not meet the requirements for qualified electronic seals.

2. A qualified electronic seal shall enjoy the presumption of integrity of the data and of correctness of the origin of that data to which the qualified electronic seal is linked.

3. A qualified electronic seal based on a qualified certificate issued in one Member State shall be recognised as a qualified electronic seal in all other Member States.

1. General. The electronic seal is an innovation in the eIDAS Regulation. It can be compared to an electronic signature, as the means used to create it are identical, the first main difference being that a seal is designed to be used by a legal entity. This appears from the formulation of recital 59: "Electronic seals should serve as evidence that an electronic document was issued by a legal person, ensuring certainty of the document's origin and integrity." In other words, the electronic seal serves a function of the electronic document and the legal entity. Moreover, as stated in recital 65, any digital asset of the legal person can be authenticated by an electronic seal. The second difference lies in the effects associated respectively to electronic signatures and seals. The electronic signature has the capacity to bind the physical person, while the electronic seal only guarantees the origin and integrity of the electronic documents issued by the legal entity. For instance, the electronic seal can be used in order to demonstrate that certain software originates from a legal entity and has not been altered. However, the legal entity will not be able to use the electronic seal to sign a document. This does not prevent the Member States to provide otherwise. For example, making use of this possibility, the Belgian legislator has given similar legal effects to the electronic seal as those given to the electronic signature (see art. XII.25 of the Belgian Code of Economic Law).

2. Legal effect applicable to both qualified and non-qualified electronic seals. As it is the case with electronic signatures, electronic seals - qualified and non-qualified - cannot be ruled out of legal proceedings nor can they be denied legal effect for the sole reason that the seal appears in electronic format (principle of non-discrimination). The sole implication of this is that the judge will have to take the seal into account.

3. Legal effect applicable to qualified electronic seals. A legal presumption applies to qualified electronic seals: the integrity of the data and the correctness of the origin of that data is presumed. Similarly to what is established for a qualified signature, the user of a qualified electronic seal will be exempted from the burden of evidence rules. Second of all, a qualified electronic seal has to be recognized as such, with all the legal effects it conveys, in all Member States. This recognition therefore contributes to the smooth functioning of the internal market.

[Requirements for advanced electronic seals]

Article 36

An advanced electronic seal shall meet the following requirements:

(a) it is uniquely linked to the creator of the seal;
(b) it is capable of identifying the creator of the seal;
(c) it is created using electronic seal creation data that the creator of the seal can, with a high level of confidence under its control, use for electronic seal creation; and
(d) it is linked to the data to which it relates in such a way that any subsequent change in the data is detectable.

1. General. The requirements to be fulfilled by the advanced electronic seal are identical to the ones applicable to the advanced electronic signature (art. 25). Accordingly, the advanced electronic seal must, first of all, be uniquely linked to the creator of the seal. As in the case for the advanced electronic signature, one seal can only be linked to one user - a legal person in this case. Second, from the electronic seal, it must be possible to identify the legal person it is linked to. Third, the creation of the electronic seal must be made with data which is under the control of the creator, with a high level of confidence. Fourth, any subsequent change in the data must be detectable thanks to the seal affixed thereto. This last condition is a translation of one of the function of the electronic seal, namely the function of integrity of the data produced by the legal person.
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advanced electronic seal, or an advanced electronic seal based on a qualified certificate, or a qualified electronic seal. This is however subject to a condition of compliance with the formats or methods which must be provided for by the Commission in its implementing acts (para. 3). These are to be found in the Commission Implementing Decision (EU) 2015/1906 of 8 September 2015, alongside the formats and methods of advanced electronic signatures. Similarly to what was done as regards the electronic signature, this article seems to introduce a fourth type of electronic seal, namely the advanced electronic seal based on a qualified certificate. This seemingly additional category is probably intended to accommodate technical solutions that were already used in some Member States that required advanced electronic seals based on qualified certificates, but not created through a qualified seal creation device. Paragraph 3 forbids the Member States to isolate themselves in excessively high security requirements. Therefore, Member States cannot request that a legal person uses an electronic seal that shows a security level superior to a qualified electronic seal for cross-border access to an online public service. Under para. 4, the Commission may establish minimum standards for advanced electronic seals. Observation with these standards would give rise to a presumption that all relevant requirements are met.

[Qualified certificates for electronic seals]

Article 38

1. Qualified certificates for electronic seals shall meet the requirements laid down in Annex III.
2. Qualified certificates for electronic seals shall not be subject to any mandatory requirements exceeding the requirements laid down in Annex III.
3. Qualified certificates for electronic seals may include non-mandatory additional specific attributes. Those attributes shall not affect the interoperability and recognition of qualified electronic seals.
4. If a qualified certificate for an electronic seal has been revoked after initial activation, it shall lose its validity from the moment of its revocation, and its status shall not in any circumstances be reverted.
5. Subject to the following conditions, Member States may lay down national rules on temporary suspension of qualified certificates for electronic seals:
   a) if a qualified certificate for electronic seal has been temporarily suspended, that certificate shall lose its validity for the period of suspension;
   b) the period of suspension shall be clearly indicated in the certificate database and the suspension status shall be visible, during the period of suspension, from the service providing information on the status of the certificate.
6. The Commission may, by means of implementing acts, establish reference numbers or qualified certificates for electronic seals. Compliance with the requirements laid down in Annex III shall be presumed where a qualified certificate for electronic seal meets those standards. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. This article is tantamount to art. 27, which provides for the same rules as regards electronic signatures. As a reminder, when a Member State requires an advanced electronic seal, whether based on a qualified certificate (para. 2) or not (para. 1), for access to an online public service, it is compelled to accept the electronic seal showing an equivalent or superior level of security. For example, if the access to a French public service requires the use of an advanced electronic seal in order to have access to this service, it shall be possible for a Belgian legal person to use either an
1. General. Like the qualified electronic signature, the qualified electronic seal must include two additional elements compared to the advanced electronic process. First, the qualified electronic seal must be created using a qualified electronic seal creation device that has to comply with the terms of Annex II. Second, the qualified electronic seal must be based on a qualified certificate issued by a qualified trust service provider. Para. 6 provides for the possibility left to the Commission to adopt implementing acts setting out reference numbers of standards for qualified certificates for electronic seals. Compliance to such standards would give rise to a presumption according to which all the requirements applying to the qualified certificate are met.

2. Criteria set out in Annex III. The qualified certificate must fulfill the requirements set out in Annex III, which are designed to guarantee the security of data to the third parties who receive them. The information to be provided covers the identity of the legal person who creates the seal, information about the qualified trust service provider issuing the qualified certificate, and the duration of the qualified certificate's validity period. Recital 60 underlines the importance of making it possible to identify the natural person representing the legal person that is the holder of the qualified certificate for the electronic seal. In this sense, “Trust service providers issuing qualified certificates for electronic seals should implement the necessary measures” in order to allow the identification.

3. Period of validity. Qualified certificates for electronic seals are valid for a certain period. Once this period is expired, seal creation data become unusable for the legal person. It is therefore important to ensure that the validity period matches the duration of the mandate of the natural person using the electronic seal. In the same vein, special attention needs to be paid in the hypothesis of a change in the representation power of the legal person's mandatory during the period of validity of the qualified certificate for the electronic seal. In such case, the qualified certificate should be revoked in order to avoid the development of an apparent situation contrary to the reality.

[Qualified electronic seal creation devices]

ARTICLE 59

1. Article 29 shall apply mutatis mutandis to requirements for qualified electronic seal creation devices.

2. Article 30 shall apply mutatis mutandis to the certification of qualified electronic seal creation devices.

3. Article 31 shall apply mutatis mutandis to the publication of a list of certified qualified electronic seal creation devices.

1. General. Art. 39 merely refers to arts 29-31 which regulates qualified electronic signature devices. We therefore refer to the Commentary of these articles.
and the specific requirements laid down in art. 42 (1) of the eIDAS Regulation must be fulfilled. These requirements aim at ensuring that the functions expected from an electronic time stamp – accuracy of the time and date it indicates and integrity of the data to which time and date are bound – are achieved with a higher level of legal certainty. For these purposes, the service shall ‘reasonably preclude the possibility of the data being changed undetectably’ (a), be ‘based on a accurate time source linked to Coordinated Universal Time’ (b) and shall be signed ‘using an advanced electronic signature or sealed with an electronic seal of the qualified trust service provider, or by some equivalent method’ (c). Implementing acts may be adopted by the Commission in the context of this provision (see art. 42 (4) of the Regulation), in order to establish reference numbers of standards. At the time of writing, it has not occurred yet. However, it is very likely that such norms will be enacted since the compliance with such standards is considered to be a presumption of compliance with the requirements laid down in art. 42 (1) of the Regulation.

SECTION 7

Electronic registered delivery services

[Legal effect of an electronic registered delivery service]

Article 43

1. Data sent and received using an electronic registered delivery service shall not be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it is in an electronic form or that it does not meet the requirements of the qualified electronic registered delivery service.

2. Data sent and received using a qualified electronic registered delivery service shall enjoy the presumption of the integrity of the data, the sealing of that data by the identified sender, its receipt by the identified addressee and the accuracy of the date and time of sending and receipt indicated by the qualified electronic registered delivery service.

1. General. Art. 43 of the eIDAS Regulation determines the legal effects of data sent and received using an electronic registered delivery service. Both qualified and non-qualified electronic registered delivery services shall be subject to the principle of non-discrimination (art. 43 (1) of the Regulation) which can be derived from the wording in para. 1 – see under 2. Qualified electronic registered delivery service shall benefit from the presumption established in art. 43 (2) of the Regulation. The structure and main rules provided by this article are similar to the corresponding articles on the legal effects of electronic signature, seal or time stamps.

2. Legal effects applicable to both qualified and non-qualified electronic registered delivery services. The principle of non-discrimination applies both to qualified and non-qualified electronic registered delivery services: such trust service cannot be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it is in an electronic form (instead of ‘paper form’). Furthermore, the
non-qualified electronic registered delivery service shall benefit from the principle with regard to the “qualified status” dimension: data sent by and received from such trust service cannot be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it does not meet the requirements of the qualified electronic registered delivery service. The foregoing means that, in case of litigation, the competent court may not reject the trust service on this sole ground. However, it does not mean that the trust service shall automatically benefit from full legal effect: for the qualified electronic time stamps, the requirements of art. 44 of the Regulation must be fulfilled and, for the non-qualified electronic registered delivery service evidence must be submitted of the integrity of the data, the sending of that data by the identified sender, its receipt by the identified addressee and the accuracy of the date and time of sending and receipt.

3. Legal effects applicable to qualified electronic registered delivery services. In comparison with the non-qualified electronic registered delivery services, qualified electronic registered delivery services are subject to numerous and more stringent requirements. Accordingly, legal certainty for the parties relying thereon is higher. Pursuant to art. 13 of the Regulation, the burden of proof lies with the trust service provider: it must prove that the damages occurred without any intention or negligence on his part in order to benefit from an exoneration of liability. Another presumption is established by art. 44 (2) of the Regulation: “data sent and received using a qualified electronic registered delivery service shall enjoy the presumption of the integrity of the data, the sending of that data by the identified sender, its receipt by the identified addressee and the accuracy of the date and time of sending and receipt indicated by the qualified electronic registered delivery service. Such functions are normally achieved by the ‘paper’ registered delivery services granting the higher level of legal certainty. Finally, and contrariwise to the other qualified trust services (electronic signatures, seals and time stamps), there is not any international recognition in all Member States for qualified electronic registered delivery services.

[Requirements for qualified electronic registered delivery services]

Article 34

1. Qualified electronic registered delivery services shall meet the following requirements:
   (a) they are provided by one or more qualified trust service provider(s);
   (b) they ensure with a high level of confidence the identification of the sender;
   (c) they ensure the identification of the addressee before the delivery of the data;
   (d) the sending and receiving of data is secured by an advanced electronic signature or an advanced electronic seal of a qualified trust service provider in such a manner as to preclude the possibility of the data being changed undetectably;
   (e) any change of the data needed for the purpose of sending or receiving the data is clearly indicated to the sender and addressee of the data.

(f) the date and time of sending, receiving and any change of data are indicated by a qualified electronic time stamp.

In the event of the data being transferred between two or more qualified trust service providers, the requirements in points (a) to (f) shall apply to all the qualified trust service providers.

2. The Commission may, by means of implementing acts, establish reference numbers of standards for processes for sending and receiving data. Compliance with the requirements laid down in paragraph 1 shall be presumed where the process for sending and receiving data meets those standards. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).

1. General. In order to benefit from the legal effects granted to the qualified electronic registered delivery services, ensuring to the relying parties a higher level of legal certainty, specific requirements laid down in art. 44 (1) of the Regulation must be fulfilled. The requirements aim at ensuring that the functions expected from an electronic registered delivery service - the integrity of the data, the sending of that data by the identified sender, its receipt by the identified addressee and the accuracy of the date and time of sending and receipt - are achieved with a higher level of legal certainty. Requirements under letters (a) to (f) aim at identifying both the sender and the addressee and at ensuring the integrity of the data (with an advanced electronic signature or seal), as well as the date and time of sending and receiving (with a qualified electronic time stamp). Implementing acts may be adopted by the Commission in the context of this provision (see art. 44 (2) of the regulation), in order to establish reference numbers of standards for processes for sending and receiving data but, at the time of writing, it has not occurred yet. Such standards are necessary. Compliance with such standards shall be considered a presumption of compliance with the requirements laid down in art. 44 (1) of the Regulation.

SECTION 8
Website authentication

[Requirements for qualified certificates for website authentication]

Article 45

1. Qualified certificates for website authentication shall meet the requirements laid down in Annex IV.

2. The Commission may, by means of implementing acts, establish reference numbers of standards for qualified certificates for website authentication. Compliance with the requirements laid down in Annex IV shall be presumed where a qualified certificate for website authentication meets those standards. Those implementing acts shall be adopted in accordance with the examination procedure referred to in Article 48(2).
1. General. As stated in recital 67 of the Regulation, ‘Website authentication services provide a means by which a visitor to a website can be assured that there is a genuine and legitimate entity standing behind the website. These services contribute to the building of trust and confidence in conducting business online, as users will have confidence in a website that has been authenticated’. The purpose of this specific trust service, without any equivalent in the ‘paper’ environment, is to prevent, as much as possible, the occurrence of cybercrimes and, in particular, phishing. Certificates for website authentication can be qualified or non-qualified. Art. 45 of the Regulation deals with qualified certificates. Art. 45 indicates that such certificates must fulfil the requirements of Annex IV. Annex IV aims at identifying the qualified trust service provider and the person to whom certificate is issued. Implementing acts may be adopted by the Commission in the context of this provision (see art. 45 [2] of the Regulation), in order to establish reference numbers of standards for qualified certificates for website authentication but, at the time of writing, it has not occurred yet. Such norms are necessary, since the compliance with such standards shall be considered as a presumption of compliance with the requirements laid down in Annex IV of the Regulation.

CHAPTER IV

ELECTRONIC DOCUMENTS

[Legal effects of electronic documents]

Article 46

An electronic document shall not be denied legal effect and admissibility as evidence in legal proceedings solely on the grounds that it is in electronic form.

1. General. The electronic document is defined in art. 3 (35) of the eIDAS Regulation. Art. 46 is laid down in a new chapter of the Regulation, as the electronic document does not constitute a trust service. This provision deals with the legal effects of electronic documents, with the exception of the principle of non-discrimination, in its ‘electronic v. paper’ dimension. It is prohibited to deny electronic documents legal effect or admissibility as evidence in legal proceedings on the sole ground that they are in electronic form. It does not matter whether such document is prescribed or used for evidentiary purposes or as a validity requirement of the legal act. Consequently, the competent court cannot reject such document for the aforementioned reasons. It does not mean, however, that the electronic document shall automatically benefit from full legal effect: the party using the electronic document must demonstrate that the electronic process fulfils the functions expected from the corresponding formalities in the paper context (for instance, a written form), in accordance with the applicable legal framework.

CHAPTER V

DELEGATIONS OF POWER AND IMPLEMENTING PROVISIONS

[Exercise of the delegation]

Article 47

1. The power to adopt delegated acts is conferred on the Commission subject to the conditions laid down in this Article.

2. The power to adopt delegated acts referred to in Article 31(4) shall be conferred on the Commission for an indeterminate period of time from 17 September 2014.

3. The delegation of power referred to in Article 31(4) may be revoked at any time by the European Parliament or by the Council. A decision to revoke shall put an end to the delegation of the power specified in that decision. It shall take effect the day following the publication of the decision in the Official Journal of the European Union or at a later date specified therein. It shall not affect the validity of any delegated acts already in force.

4. As soon as it adopts a delegated act, the Commission shall notify it simultaneously to the European Parliament and to the Council.

5. A delegated act adopted pursuant to Article 31(4) shall enter into force only if no objection has been expressed either by the European Parliament or the Council within a period of two months of notification of that act to the European Parliament and the Council or if, before the expiry of that period, the European Parliament and the Council have both informed the Commission that they will not object. That period shall be extended by two months at the initiative of the European Parliament or of the Council.

1. General. The Regulation addresses a number of predominantly technical issues. The stakeholders expect legal certainty, with regard to the standards and technical norms applicable to the trust services. For this purpose, delegated acts may be adopted by the European Parliament, in compliance with this art. 48 of the Regulation, especially to define technical standards.

[Committee procedure]

Article 48

1. The Commission shall be assisted by a committee. That committee shall be a committee within the meaning of Regulation (EU) No 182/2011.

2. Where reference is made to this paragraph, Article 5 of Regulation (EU) No 182/2011 shall apply.

CHAPTER VI
FINAL PROVISIONS

[Review]

Article 49

The Commission shall review the application of this Regulation and shall report to the European Parliament and to the Council no later than 1 July 2020. The Commission shall evaluate in particular whether it is appropriate to modify the scope of this Regulation or its specific provisions, including Article 6, point (1) of Article 7 and Articles 34, 43, 44 and 45, taking into account the experience gained in the application of this Regulation, as well as technological, market and legal developments.

The report referred to in the first paragraph shall be accompanied, where appropriate, by legislative proposals.

In addition, the Commission shall submit a report to the European Parliament and the Council every four years after the report referred to in the first paragraph on the progress towards achieving the objectives of this Regulation.

1. General. This provision deals with the review related to the application of the Regulation (no later than 1 July 2020, i.e. after four years). Special attention must be paid to possible modification of the scope of some provisions.

[Repeal]

Article 50

1. Directive 1999/93/EC is repealed with effect from 1 July 2016.

2. References to the repealed Directive shall be construed as references to this Regulation.

1. General. From the application of the Regulation, on 1 July 2016, the Directive 1999/93/EC, who only dealt with electronic signature (topic now regulated by the Regulation), shall be repealed.

[Transitional measures]

Article 51

1. Secure signature creation devices of which the conformity has been determined in accordance with Article 3(4) of Directive 1999/93/EC shall be considered as qualified electronic signature creation devices under this Regulation.

2. Qualified certificates issued to natural persons under Directive 1999/93/EC shall be considered as qualified certificates for electronic signatures under this Regulation until they expire.
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3. A certification-service-provider issuing qualified certificates under Directive 1999/93/EC shall submit a conformity assessment report to the supervisory body as soon as possible but no later than 1 July 2017. Until the submission of such a conformity assessment report and the completion of its assessment by the supervisory body, that certification-service-provider shall be considered as qualified trust service provider under this Regulation.

4. If a certification-service-provider issuing qualified certificates under Directive 1999/93/EC does not submit a conformity assessment report to the supervisory body within the time limit referred to in paragraph 3, that certification-service-provider shall not be considered as qualified trust service provider under this Regulation from 2 July 2017.

1. General. This provision establishes the transitional measures applicable to the qualified certificates issued to natural persons under Directive 1999/93/EC. The situation of the certification-service-provider issuing qualified certificates under Directive 1999/93/EC is also regulated, whether they submitted a conformity assessment report to the supervisory body no later than 1 July 2017.

[Entry into force]

Article 52

1. This Regulation shall enter into force on the twentieth day following that of its publication in the Official Journal of the European Union.

2. This Regulation shall apply from 1 July 2016, except for the following:

(a) Articles 8(3), 9(5), 12(2) to (9), 17(8), 19(4), 20(4), 21(6), 22(5), 23(3), 24(5), 27(4) and (5), 28(6), 29(2), 80(3) and (4), 31(8), 32(2), 33(2), 34(2), 37(4) and (5), 38(6), 42(2), 44(2), 45(2), and Articles 47 and 48 shall apply from 17 September 2014;

(b) Article 7, Article 8(1) and (2), Articles 9, 10, 11 and Article 12(1) shall apply from the date of application of the implementing acts referred to in Articles 8(5) and 12(5);

(c) Article 6 shall apply from three years as from the date of application of the implementing acts referred to in Articles 8(3) and 12(8).

3. Where the notified electronic identification scheme is included in the list published by the Commission pursuant to Article 9 before the date referred to in point (c) of paragraph 2 of this Article, the recognition of the electronic identification means under that scheme pursuant to Article 6 shall take place no later than 12 months after the publication of the scheme but not before the date referred to in point (c) of paragraph 2 of this Article.

4. notwithstanding point (c) of paragraph 2 of this Article, a Member State may decide that electronic identification means under electronic identification scheme notified pursuant to Article 9(1) by another Member State are recognised in the first Member State as from the date of application of the implementing acts referred to in Articles 8(3) and 12(8). Member States concerned shall inform the Commission. The Commission shall make this information public.
1. General. Most provisions of the Regulation are applicable from 1 July 2016. Others are applicable earlier or later, as detailed in the provision, so it is always necessary to verify per provision what it provides as regards entry into force.